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Chapter 1: Introduction

¢ WebPAM Components (page 2)

«  How They Work Together (page 2)
*  PAM Installation Options (page 3)
¢ About This Manual (page 5)

Thank you for purchasing a Promise Technology RAID Controller product. This
Web-based Promise Array Management (WebPAM) browser-based software is
included to improve your RAID Monitoring and Management experience.
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Figure 1. WebPAM in a browser window

For more information about the WebPAM Graphic User Interface (GUI), see
Chapter 4 on page 29.
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WebPAM Components

There are two components to WebPAM. Depending on your installation. Both can
be on the same workstation or work separately across your network:

Utility Server — The Utility Server runs on the “Host PC”. The Utility Server
software monitors and reports on the condition of the RAID logical drives and
provides a complete set of management tools. It displays a Graphic User
Interface (GUI) on your Internet Browser.

Internet Browser — Typically an Internet browser comes with your operating
system. WebPAM does not include a browser. For computers that will remotely
monitor and manage the RAID, the Internet Browser is the only software
required.

Your Internet Browser provides the means for you to monitor and configure your
Promise RAID products using WebPAM. You can use the most recent versions of
either Internet Explorer or Netscape Navigator.

How They Work Together

The WebPAM software provides an easy way to set up, monitor, modify and
repair your RAID. WebPAM works with the Promise FastTrak SX series RAID
Controller cards.

WebPAM watches the RAID and when significant events happen, or it discovers
a problem, the Utility Server passes the warning along to all connected PCs.

Warnings appear on the PC in the form of email messages and popup alerts. You
can select either one or both. You can also select which events and problems
WebPAM will report.

A major benefit of WebPAM is that it runs over a TCP/IP network. This enables
remote monitoring of your RAIDs, including offsite monitoring over an Internet
connection.

Once you become aware of a problem, go to the PC that controls the RAID,
called the “Host PC” to take corrective action. If you have more than one RAID
PC on your network, WebPAM will indicate which one has the problem.
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PAM Installation Options

Following are some examples of ways you can incorporate WebPAM into your
network and RAID systems.

0
]

-

|

The
Internet

Laptop PC
Desktop PC with Internet
with Internet browser
browser

=]

I

Router & Firewall =
Networked PC File Server with
with Internet browser Utility Server

Host PC with FastTrak Host PC with FastTrak Host PC with FastTrak
SX Controller and SX Controller SX Controller and
SuperSwap enclosure SuperSwap enclosure

Figure 1. LAN and Internet connections.

In the example above, there are three PCs, each with a FastTrak SX Series RAID
Controller card and a connection to the company’s LAN.

Two Host PCs have an optional SuperSwap enclosure with up to four SATA
physical drives.

The WebPAM runs on each of the PCs with a FastTrak Controller. You can
access WebPAM using a networked PC and also on remote a PC connected to
the company network through the Internet. With this arrangement, you can
monitor RAID condition and activity from offsite, such as a hotel room or home
office.
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Host PC with FastTrak Host PC with FastTrak Host PC with FastTrak
SX Controller and SX Controller SX Controller and
SuperSwap enclosure SuperSwap enclosure

Figure 2. Company LAN without a File Server

In the example above, like the one before, there are three PCs, each with a
FastTrak SX Series RAID Controller card and a connection to the company’s
LAN.

But this network has no file server. The networked PCs access WebPAM through
the network connection directly. If this LAN were upgraded with a suitable router
and an Internet connection, you could set up offsite monitoring.

Host PC with FastTrak Host PC with FastTrak
SX Controller and SX Controller
SuperSwap enclosure

Figure 3. PCs with Internal RAID

This is the simplest arrangement. All monitoring and management is done on the
RAID PC. No network connection is used. One PC has an optional SuperSwap
enclosure that holds up to four SATA physical drives.

Promise’s FastTrak SX Series Controller card is designed to setup and control a
RAID within the PC’s enclosure. They have the same need of monitoring and
management as an external RAID subsystem. Both WebPAM components run on
the PC itself.
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About This Manual

This User Manual describes how to setup, use and maintain the Web-based
Promise Array Management (WebPAM) software.

This manual includes a full table of contents, chapter task lists and numerous
cross-references to help you find the specific information you are looking for.

Also included are four levels of notices:

> >’ [

Note

A Note provides helpful information such as hints or alternative
ways of doing a task.

Important

Important calls attention to an essential step or point required to
complete a task. Important items include things often missed.

Caution

A Caution informs you of possible equipment damage or loss of
data and how to avoid them.

Warning

A Warning notifies you of probable equipment damage or loss of
data, or the possibility of physical injury, and how to avoid them.

WebPAM is a software application designed specifically for monitoring and
managing Promise Technology's FastTrak SX Series RAID Controller cards.
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«  Utility Server (below)

¢ Java Runtime Environment (page 8)
e Operating System Support (page 8)
« Before You Start... (page 8)

« Install WebPAM (page 9)

WebPAM installation software will install two major components:
e Utility Server — WebPAM RAID monitoring and Networking software
¢ Java Runtime Environment (if not previously installed)

Utility Server

The Utility Server installs on the PC with the FastTrak RAID Controller card (the
“Host PC").

]

-

The
Internet

Laptop PC
Desktop PC with Internet
with Internet browser
browser

=]

Router & Firewall W

Networked PC File Server with
with Internet browser Utility Server

Host PC with FastTrak Host PC with FastTrak Host PC with FastTrak
SX Controller SX Controller SX Controller

Figure 1. WebPAM on a network




WebPAM User Manual

Java Runtime Environment

If you are planning to use other applications that rely on JRE or JDK, always
install them first before you install WebPAM. WebPAM will use the existing JRE
rather than installing a second one.

WebPAM will install JRE 1.4 on your system unless you already have JRE or JDK
versions 1.3.0 or 1.4.

Operating System Support
On the Host PC where you install the FastTrak controller and WebPAM, Promise
Technology recommends:
*  Windows 2000
e Windows XP Professional
*  Windows 2003

The Utility Server supports these operating systems. Choose one of them to take
full advantage of all the features of WebPAM.

Before You Start...

In order for WebPAM to install and configure properly, there must be a logical
drive on the FastTrak Controller.

To create a logical drive on the FastTrak Controller:
1. Exit Windows and reboot your PC.
2. When the FastTrak BIOS appears, press Ctrl-F to enter the FastBuild menu.
3. Create a temporary logical drive.

The logical drive will appear as PROMISE LD1 in WebPAM after installation.
4. Exit the FastBuild utility and allow the PC to finish booting to Windows.

For more detailed instructions on the FastBuild utility, see the FastTrak SX Series
RAID Controller User Manual.
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Install WebPAM

Follow these steps to install WebPAM on your Windows-based PC or Server.
1. Boot the PC/server and launch Windows.

If the computer is already running, exit all programs.
2. Insert the software CD into your CD-ROM drive.

Double-click on the Install CD's icon to open it.

Double-click on the Installer icon to launch it (right). @

i i i i Promise'WebPan
The first WebPAM installation dialog box appears, as shown 1B
below.
[E Promise WebPAM 2.0 - InstallShield Wizard = Inlﬁl

Welcome to the InstallShield Wizard for Promise
WebPAM 2.0

The InstallShield YWizard will install Promise WebPARM 2.0 an your computer.
To continue, choose Mext.

Promise WebPAM 2.0

Fromise Technology, Inc.

hittp itwansie promise.comi

WebPAM

LT

EEEEE

|- e

e : : MNext = [ I Cancel |

5.  When the Introduction screen appears (above), click the Next button.




WebPAM User Manual

[ Promise WebPAM 2.0 - InstallShield Wizard i =] 3

OEM SOFTWARE USAGE AND DISTRIBUTION LICENSE AGREEMENT ﬂ

FMPORTAMNT: By opening this package or installing, distributing or using the
SOFTWARE, vou agree to the terms of this Agreement. Do not apen this
package until you have carefully read and agreed to the following terms and
canditions. Ifyou do not agree to the terms of this Agreement, promptly return
the unopened package.

Please also note:
Web PA M Ifyou are an OEM, the cormplete LICENSE AGREEMENT applies If yvou are an
End-User, only Exhibit A, the PROMISE LICENSE AGREEMENT, applies

E= Wittt =

@ accept the terms ofthe license agreement!

| do not accept the terms of the license agreement.

IrgtadiShield

|-t

eS—— T | next= | Baiies) |

6. When the License Agreement appears (above), click the “l accept the terms
of the license agreement” radio button. Then click the Next button.

10
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[ Promise WebPAM 2.0 - InstallShield Wizard i =] 3

Click Mextto install "Promise YWehPAM 2.0" to this directory, or click Browse to
install to a different directary.

Directory Marme:
|b:1F'r0gram FilesiPromisettiebPAM 2.0

Browse |

WebPAM

IrgtadiShield

= Back | Mext= N I Cancel |

7. When the Choose Install Folder screen appears (above), make your
selection of a folder for the WebPAM applications you are installing. The
default folder is C:\Program Files\Promise\WebPAM 2.0. If you want a
different folder, type its location or click the Browse button and select a new
location.

If you change your mind and want the default location, click on the Back
button, then the Next button.

Click the Next button when you are finished.

11
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[ Promise WebPAM 2.0 - InstallShield Wizard i =] 3

WebPAM

|- e

WiebPAM has the ahility to be installed with orwithout Secure Sockets
Layer (35L) support.

The setting can be changed at amdime.

Please read the YWebPAM Users Manual for additional information.

¥ External SSL Security

= Back Cancel |

When the SSL Security Options screen appears (above), you can check
External Security. An explanation follows.

External SSL Security — Applies security to all connections involving the
Internet or outside your company firewall.

Security options are invisible to authorized users.

Promise Technology provides a default certificate for the server as well as for
internal data communication. However, in some cases it is always better to
install and verify your own certificate for the webserver. And, and if possible,
verify certificate by certificate authority like Verisign or Thwate. See your MIS
Administrator for guidance.

Click the Next button when you have made your choice.

12
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[ Promise WebPAM 2.0 - InstallShield Wizard =] 3

Please read the summary information below.

Promise YWehPAM 2.0 will be installed in the following location:
CAProgram Files\PromisettebPAM 2.0

with the following features:
Default Installation

for a total size:
741 MB

WebPAM

allShield

i
i

!

1

E— = Back | Install [i I Cancel |

9.  When the Installation Summary screen appears (above), review your
choices.

To make changes, click the Back button.

To continue, click the Install button.

13
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[[§ Promise WebPAM 2.0 - InstallShield Wizard =o=]

Flease read the summary information below.

The InstallShield Wizard has successiully installed Promise WebPAWM 2.0,
Choose Finish to exit the wizard.

WebPAM

tallShield

-

10. When the Install Complete screen appears (above), the installation process
is finished. Click the Finish button.

14
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[[§ Promise WebPAM 2.0 - InstallShield Wizard =o=]

Promise WehPAM has heen finished to install. We suggestyou going
to Promise Warranty Registration weh site and registering it and yaur
data for support service. You can click the following check box to goto
Warranty Registration web site or not. Promise thank foryour choice.

[¥ Reaister Your Product On-ling

IngtaliShield

11. When the Install Complete screen appears (above), the installation process
is finished. Click the Finish button to go to the Promise Registration website.

Important

Registration of your VTrak and WebPAM provides useful
information that helps Promise Technologies to offer better
products and support. Please take a few minutes to register.
Thanks!

This completes the WebPAM installation. Go to “Chapter 3: Setup” on page 17.

15
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Chapter 3: Setup

¢ Log-in to WebPAM (page 17)

¢ Access a Host PC (page 19)

¢ Recommended Initial Settings (page 20)

« Create a New Logical Drive (page 22)

¢ Log-out of WebPAM (page 27)

* Internet Connection using WebPAM (page 27)

*«  Run WebPAM without Network Connection (page 27)

After installation, the next step is to log into and configure WebPAM PRO.

Log-in to WebPAM
7]

Double-click on the WebPAM icon on your desktop (right). Or, Pramise
1. Launch your Browser. HesrAm 20

2. Inthe Browser address field, type in the IP address of the Host PC, as
explained below.

If you did not choose the External Security option during WebPAM
installation (see page 12), use the Regular connection.

If you chose the External Security option during WebPAM installation, use
the Secure connection.

Regular Connection

¢ WebPAMuses an HTTP connection ... .................. http://
 Enterthe HostPC'sIPaddress..................... 127.0.0.1
e Enterthe Portnumber....... ... ... .. ... ... ... .. ..., :8080
e AddtolaunchWebPAM. .. ...... ... .. ... ... ... ..... /promise

Together, your entry looks like this:
http://127.0.0.1:8080/promise

Secure Connection

¢ WebPAM uses a secure HTTP connection . . . ............ https://
e Enterthe HostPC'sIPaddress. .................... 127.0.0.1
e Enterthe Portnumber......... ... ... . ... ... ... . . ... :8443
e AddtolaunchWebPAM. ........ ... .. ... .. ...t /promise

Together, your entry looks like this:
https://127.0.0.1:8443/promise

17
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Note that the IP address shown above applies to a log-in at the Host PC. When
you log in over a network, you will enter the Host PC’s actual IP address.

a Promise Array Manager Login - Microsoft Internet Explorer

_lolx
JFi\e Edit  ¥iew Favorites Tools  Help

J Back + = - D “ | Qisearch (GFavorites ¢ #History “%v =

JAddress I@ https:§/127.0.0.1:8443/promisefindex. jsp

E&%%?OLLS:E’ | Lan(Jua(JeM | ContactUs|

=| #eo HLinks =

nise Array Manager

Login ID lﬁdmin—
Password [=eee

=

© 2005 Promise Technology Inc. Al rights reserved.

‘@ Dane

’_’—é_“ Inkernet

Sl 5T

When the opening screen appears, type admin in the Login ID field.
Type admin again in the Password field.

The WebPAM login and password are case sensitive.
4. Click the Sign in button.

Note

Make a Bookmark (Netscape Navigator) or set a Favorite (Internet

Explorer) of the Login Screen so you can access it easily next
time.

18
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After sign-in, the WebPAM opening screen appears.

£} Promise Array Manager - Microsoft Internet Explorer =10 x|
J File Edit “iew Favorites Tools  Help |

J dBack + = - D 1 | Qisearch (GFavorites ¢ #History “%v =]

JAddress I@ hitps:§/127.0.0, 1:8443/ promisefscreen. jsp j ﬁGn H Links >

PROMISE’ | Languagem | ShowEvent | ContactUs | Logout | Help |

TECHNOLOGY, INC.

C=. Promise WebPAM

Welcome to Weh based Promise Array
Management Software{WebPAM)

is an syt software i to
simplify RAID storage management. WebPAM is
specifically designed for Promise FastTrak series
HBA. WebPAM can configure, manage or monitor
Promise RAID products remotehy from a web
browser from anywhere in the world.

@ 2005 Promize Technology Inc. A1 rights reserved.
Wersion: 2103, Build Date: APR 25, 2005

‘@ Dane

’_’—é_“ Inkernet v

Access a Host PC

WebPAM includes a navigation tree or Tree View in the left frame of the browser

window. Click on the + icons to expand the tree. A Host PC's RAID system is
made up of:

2 Administrative Tools — User and Host Management and Utility
Configuration

ﬂl Host — Controller, Physical Drives, Logical Drives, Enclosure, Spare
Drives, Battery (if present)

If you do not see these details in the Tree View and you are connecting over a
network, it means your network connection to the Host PC is not working.
Restore your connection before proceeding.

If you do not see WebPAM at all, lower your browser’s security settings.

19
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A detailed discussion of WebPAM graphic user interface is found in Chapter 4 on
page 29.

Recommended Initial Settings

These settings are recommended and now is the best time to make them. You
can change them later as necessary.

Administrator’s Settings
To make the Administrator’s password and notification settings:

1. InTree View, under Administrative Tools, click on the User Management ‘@
icon.

User Management
Information | Create  Delete

Srliser List
User ID Display Hame Emnail

ad@in SUper user

2. In the Management Window, click on the admin link.
3. Click on the Settings tab.

User Management

Information Settings Events

&2 User Settings
User I aclmin

|Super user

Dizplay Mame
[4-20 numbers andior letters)

Old Pazswird |

I*mu
e Passward
[0-8 numbers andfar letters)

Iaaaaaa

Retype Password

Emmail |Ingr@promise.com

&2 Host User Rights

Maintenance Hotification
Rights Rights

localhost ¥ =2 I~ ¥

s

Host Hame Creation Rights  Deletion Rights

20
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4. If you want to change the default password, type the new password into the
New Password field.
Use up to 8 letters and numbers but no spaces or other characters.

5. Type the same password into the Retype Password field.
If you plan to set up Event Notification, type the Administrator’s email
address in the Email field.

7. Click on the Submit button.
If the action was successful, the Management Window will display the
message “Update Success.”

8. If you plan to set up Event Natification, click on the Settings tab.

Select Events

Information Settings Events

&2 localhost(192.168.1.164)
Email Hotification

¥ Select All Everts

IV Select Al Information Events IV Select Allwiarning Events IV Select Al Critical Events
Dizk Events

¥ Disk Plugged In [V Gisk BSL Update [V Disk BSL Cleared

I¥' Disk Error Fixed ¥ Bad Block Remapped ¥ Disk Patrol Frogress

I¥ Enclosure Yoltages Error ¥ Enclosure “oltage! 2 Error ¥ Enclosure Temperature Error
~ Battery Temperature Error v Battery voltage Errar v Battery Communication Error

10.

@ T

The image above was shortened to fit into the available space.
Check the boxes of the notification events that you want to have reported to
you via email and popup messages.

To select events by their severity, check one of the four Select Events boxes
at the top of the window.

Click on the Submit button.
For more information about Event Notification, see page 38.

21
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Utility Configuration
If you plan to set up Event Notification, you must make these settings.

1. In Tree View, under Administrative Tools, click on the Utility Configuration

tb icon.

Litility Configuration
Settings
O Configuration
Display email of the person from
Email Sender |RAIDmanager@promise.com swhom every email notification is
sending out.
Email Server |mai|.pr0mise Com Dizplay name of the Email Server.
s . - Dizplay subject of the every Email
Email Subject IPromlse Corntraller Errar Notification sending oL,
Event Frame I3D Display Refreshing time of the evert
Refresh Time F8C5 frame.

s

2. Enter the Sender’s address in the Email Sender field.

Be sure the sender has an account in your email system. See your IT
administrator.

3. Enter your email server in the Email Server field.
Keep or change the Email Subject line.
5. Click the Submit button when you are done.

Create a New Logical Drive

A logical drive is a collection of physical drives in a RAID. To create a new logical
drive:

1. Click on the Logical Drive View E2 icon.
2. Click on the Create tab.
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Select RAID Level

Redundart &rray of Independent Disks (RAID) combines multiple physical drives to form one logical drive.

" RAIDO - Data striped across 2 or more drives for increased performance but no data protection

" RAIDA - Mirrored pairs of drives for data protection with increased read performance

% RAID 5 - Striped parity on 3 or more drives, ultimate data protection, capacity and performance balance
" RAID 10 - Data mirrored then striped across 4 drives, for double drive failure protection

" JBOD - Just & Bunch &1 Drives independent connected drives with no RAID interconnection

EEa

Select the radio button beside the RAID level you want for your logical drive.

WebPAM displays the RAID levels you can use with the available disk
drives.

See “Choosing a RAID Level” on page 95 for information about the
advantages and requirements of the available RAID levels.

Select Drive Type

Please select free drives or one logical drive that still have available space.

Select Drive Type
" Free Drives

¥ Manual Selection

In the Select Drive Type screen, click on the Free Drives or Manual Selection
radio button.

When you create your first logical drive, either selection results in manual
disk drive selection.

Click the Next button.
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Select Drives

RAID 5 Striped Parity: Dsta is striped over 3 or more drives, parity provides redundancy using less spsce. Best
overall balance of performance, capacity and protection.

0.0
Logical Drive Size oo

IV Use Masimum Capacity
Please select at least 3 drives for RAID 5

CJ Drive on Part1-80.0 6B

Fres
79.96 GB

Ll Drive on Part2 - 40.0 6B

39.95 GB

Fres |

Ul Drive on Part3-80.0 6B

Fres
119.96 GB

(J Drive on Part4-80.0 6B

Fres
50.03 GB

.Sa\aded .A\ra\\ah\a .Assugned Spare .In\rahd

6. If you want to create a logical drive with unused capacity, enter the assigned
(used) capacity in the Logical Drive Size field.

To use the maximum capacity, check the Use Maximum Capacity box.
7. Click on the disk drives to select them.

Available drives have a black frame. Selected drives have a red frame.
8. Click the Next button.

Assign a Name

Assign a name to the logical drive

el e Logical Drive 1

(1-32 character(s))

BTl

9. Enter a name for the logical drive in the field provided.
10. Click the Next button.
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11.

12.

13.

14.

15.

Final Settings

Confirm your choices. Make any changes here.

Mame

RAID Lewel
Logical Drive Size
Stripe Block Size
Wirite Cache

Gigakyte Boundary

Logical Drive 1
RAID S
Maccimum Capacity

|B4 KB Vl
IAu‘to Swvitch VI
IGigaEly'te Boundary VI

Initizlization

IFast Initislization b l

B

Select a Stripe Block Size from the dropdown menu.

Choose from 32, 64 or 128 KB. The size selected affects how FastTrak
sends and receives data blocks to and from the drives. In general, a larger
block size is better when handling large data transfers (such as A/V editing
and graphics) while a smaller size is better when handling email and other
common server data. The default is 64KB. When in doubt, use the default
value.

Select a Write Cache policy from the dropdown menu.

Auto Switch — The setting is made automatically. This is the default.

Write Back — Increases performance but can result in data loss in the
event of a power failure.

Write Through — Slower but more secure.

Select a Gigabyte Boundary policy from the dropdown menu.

GigaByte Boundary — Rounds the size of the logical drive down to the
nearest whole gigabyte. It allows you to install a slightly smaller (within 1
GB) replacement drive, should the need arise. This is the default.

None — No Boundary function.

Select an Initialization policy from the dropdown menu.

Fast Initialization — Erases the reserve and master boot sectors of the
physical drives being added to the logical drive.

Full Initialization — Erases all sectors of the physical drives being
added to the logical drive.

None — No initialization. This choice is not recommended.

Click the Finish button.

If there are physical drives available, the Select RAID Level screen appears
again, where you can create an additional logical drive.
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Logical Drive Information

Information Settings | Drive Mapping | Migration | Rebuild Synchronization | Initialization = Activation
%2 Basic Information

Assigned Mame Logical Drive 1
RAID Level RAID S

Stripe Size G4KB
Capacity 74.54 GB
Status Functional
Background Activity Iclle:

& Graphic View

d prive on Fort1-74.83 6B

A ssigned Free

37 27 GB 37 20 GB
“d prive on Fort2 - 37.27 6B

A ssigned

37 27 GB

"d prive on Fort3- 74,83 6B

A ssigned Free

37 27 GB 7445 GB

.A\tailable .Assigned .Ass\gr\edta Logical Drive 1 Spare .\r\\talid

Click on the Logical Drive E Icon to see all of the information about your new
logical drive.

Before you can use your new logical drive, you must partition and format the

logical drive using your PC’s operating system. See “Appendix B: Partition and
Format” on page 105 for more information.
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Log-out of WebPAM

There are two ways to log out of WebPAM:
¢ Close your browser window
¢ Click Logout on the WebPAM banner (below)

| Language JSUUEgd| | ShowEvent | ContactUs | LDL“&“ | Help |

After logging out, you must enter your username and password to log in again.
Clicking Logout brings you back to the Login Screen.

Internet Connection using WebPAM

The above instructions cover connections between the Host PC and other PCs
using WebPAM over your company network. It is also possible to connect to a
Host PC from the Internet.

Your MIS Administrator can tell you how to access your network from outside the
firewall. Once you are logged onto the network, you can access the Host PC
using its IP address.

Please note that only the Host PC with the FastTrak RAID Controller can read
and write data to the logical drives. However, other PCs can monitor the Host PC
from virtually any location.

Run WebPAM without Network Connection
While WebPAM was designed to run over a network, you can run WebPAM
without a network connection but only from the Host PC. Follow this procedure:
1. Double-click the WebPAM desktop icon.

Your browser opens and displays a “no connection to the Internet is currently
available” message.

2. Click the Work Offline button.

3. Inthe WebPAM login screen, enter your user name and password (if used),
then click the Sign in button.

A “webpage unavailable while offline” message will display.
4. Click the Connect button.

A “no connection to the Internet is currently available” message will display.
5. Click the Try Again button.

After a few moments, WebPAM will display normally in your browser.
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«  Banner (page 30)

« Tree View (page 30)

*  Management Window (page 32)
« Event Frame (page 33)

This chapter describes WebPAM'’s Graphic User Interface (GUI). You should
understand that WebPAM is software running on top of the Promise RAID BIOS
and other applications that came with your Promise RAID product and your
Internet Browser. WebPAM adds a graphic user interface to make RAID
management functions easier to understand and perform.

R Promise Array Manage et Explorer =10 x|
| Fe Et View Fovokes Took Hep =
| sback « - @ E] A Qsewch [aiFevortes (frsory | By b _WebPAM Header

B4430romselscreen j5p - =] @ ||k 7|

PROM

TECHNOLOGY, INC.

| Language EFTTNNNE| | tideEvent | Contactus |
Host System Function Tab

Logout | Help |

Fy
Information | Settings | Diive Mapping | Migration  Rebulkd | Synchronization | Initialization | Activation
S Basic Information
Logpcal Orive 1
RAD Level RAID 5
Stripe Size BHE
Capacty 745468
Status Functional
Background Activity Ide
S Graphic View
" Diive on Port 17452 0B
Assigned
37 27 68 57 20 68
U Difwe on Pait 2 -37.27 08
2 ¢l Erclosure View ] Management Window
M superswan 4100 3727 68
& spare Drive view 3 bive on Port3: 7453 08
ssgned ree
Trea Vi ew 37 27 o8 7445 C8
) Diive on Pord - 7453 68
Dedicated Spare
745368
Wi W Woraresss oaenomves Wossre Wivrs ||
T - [ e | i THaons 2 cerpoe 10
#  Source Severity Time © Deseription
1 Fostlrak SX4100 - Controder 1 Information 20041231 11:5412 Array “Logical Orive 17 created
2 FastTrak SX4100 - Controler 1 Informaticn: 2004N 2731 11:5200 Arrary "Logical Drive 17 deleted
3 FostTrak SH4100 - Controber 1 Informeticn 200412731 11:5200 Biackground kiisizstion on srray "Logical Drive 1° paused af 6% =
4 FostTrak SK4100 - Controler 1 informoin | 2004231 11:51:33  Background ntiskzation on armay "Logical Orive 1% 6%
S Fostlrak SX4100 - Controber 1 Information 20 Event Frame Oung! Intisization o aray “Lopeal Drive 1° 5%
6 FastTrak SX4100 - Controler 1 Informaticn: e, round Intislization on array “Logical Drive 17 4%
7 FostTrak SK4100 - Controler 1 Wformelion  004N201 114346 Background kdiskzetion on seray “Logicel Drive 1° 3%
8 F Background Ortve 17 2% &l

&1 https:1/127.0.0.1:8443]promise helpjhelp.

Figure 1. The WebPAM Graphic User Interface
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Banner

The WebPAM banner appears at the top of your browser window when you are
running Web PAM.

| Language |SBllhd| | ShowEvent | ContactUs | Logout | Help |

The WebPAM banner enables you to do the following actions:

Select the language in which WebPAM displays from the dropdown menu.
Currently, English is the only available language

Show or Hide the Event Frame. See Event Frame, below

Display Promise Technology contact information including links to the
Promise website and email accounts

Log out of WebPAM

Display the Main Online Help menu

The banner always appears when your browser displays WebPAM.

Tree View

g User Management — —<e—
B Host Management  ~<—
tb Lttility Configuration — —eg—
=8 G -

FastTrak S¥4300 —~—p—
-«

Q Contralier 1 ~e——
Physical Drive View
B s7az0023485
STI4001445
B s73z0013a5
B s7az001345

8 @ Logical Drive Wiew
EB PROMISE LD 1 t
1 2 Enclosure View ~—
é SuperSwap 4100  (——

a Spare Drive Yiew *—

Administrative Tools
User Management
Host Management
Utility Configuration
Host PC

FastTrak HBA Card
Controller

Physical Drive View

Physical Drives
connected to FastTrak

Logical Drive View
Logical Drive
Enclosure View
SuperSwap Enclosure
Spare Drive View

The purpose of Tree View is Navigation. Tree View appears in the left frame of
the browser window. Click on the + icons to expand the tree.
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A Host PC’s RAID system is made up of:

2 Administrative Tools — User and Host Management and Utility
Configuration

‘@ User Management — Create and Delete Users, Passwords and
Permissions

Q Host Management — Information on Host PCs

% Utility Configuration — Email settings and Event Frame refresh interval

Q Host — Controller, Physical Drives, Logical Drives, Enclosure and Spare
Drives

a FastTrak — Information on the FastTrak RAID Controller card

@ Controller — Priority settings, Status settings, Scheduled activities,
Lock

Physical Drive View — Information on attached physical
drives, Split/Merge function

N Physical Drive — Information on a specific physical drive,
Cache setting, Media Patrol, Bad Sector Log (BSL) and
Drive Locator

@ Logical Drive View — Information on logical drives, Create
and Delete logical drives

B Logical Drives — Information on logical drives, Write
Cache settings, Rebuild and Synchronization functions

é Enclosure View — A list of enclosures (one, in most cases)
connected to the FastTrak RAID Controller

é Enclosure — Refers operating parameters of the
SuperSwap enclosure including fan speed, temperature
and voltage levels

a Spare Drive View — Physical drives assigned as global or
dedicated hot spares

li Battery — Information on the cache-backup battery (if
present)
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Management Window

The purpose of the Management Window is to monitor and manage your RAID
system. The Management Window appears in the right frame of the browser

window. What appears in the Management Window depends on which Tree View
icon you select.

Logical Drive Information

Information | Settings = Drive Mapping ~ Migration = Rebuild = Synchronization  Initialization = Activation
& Basic Information

Assigned Mame Loical Drive 1
RAID Level RAID S

Stripe Size 4B
Capacity 7454 B
Status Functional
Backoround Activity Idle

£ Graphic View

" Drive on Port 1- 7453 6B

3727 GR

|25 signed]
37 20 GB

Free |

"1 Drive on Port2 - 37.27 6B

&5 signed]
3727 GR

U1 prive on Port3 - 7453 6B

|25 signed
3727 GR

Free
7445 GB

"1 prive on Port4- 7453 6B

Dedicated Spare
7453 GA

.Avaname .Assigned .AssignedtoLogicalDliveﬂ Spare .Invalid

Figure 2. Management Window as it appears when a logical drive icon is
selected.

In the example above, the Management Window shows the information about a
logical drive because that logical drive’s @ icon was selected in Tree View.

Every Management View window has at least one tab, typically the Information
tab. In most cases, there are other tabs each with a particular function that

applies to the RAID component you have selected. In the example above, you
can

Click on the Settings tab to change the name of the logical drive or its cache
settings.

¢ Click on the Rebuild tab to rebuild a replacement disk drive.

Click on the Synchronization tab to set the synchronization policy, set an

automatic synchronization schedule, or begin a manual synchronization
operation.

A full discussion of these and other RAID monitoring and management functions
is included in Chapter 5 on page 35.
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Event Frame

The purpose of the Event Frame is to maintain a log of all events related to your
RAID system. The information is especially helpful for RAID management and
troubleshooting. To see the Event Frame,

| Language [SiilEighd]| | Shuw@wm | ContactUs | Logout | Help |

Click Show Event from the WebPAM Header (above).

Showy Fitter Total Rowes: 174 Currert Page: 7/9

# Source Severity Time © Description

121 FastTrak SK4100 - Cortroller 1 Information 200412531 1150022 Background Intialization on array "Logical Drive 1" 4%
122 FastTrak SX4100 - Cortroller 1 Information 200412731 11:43:46 Background Intializstion on array "Logical Drive 1" 3%
123 FastTrak SX4100 - Cortroller 1 Information 20045112031 11:43:13 Background Inftialization on array "Logical Drive 1" 2%
124 FastTrak SK4100 - Cortroller 1 Information 200412531 11:48:37 Background Intialization on array "Logical Drive 1" 1%
125 FastTrak SX4100 - Cortroller 1 Information 200412731 11:47.558 Background Intialization on array "Logical Drive 1" started
126 FastTrak SX4100 - Cortroller 1 Information 2004512731 11:47:58 Array "Logical Drive 1" created

127 FastTrak SX4100 - Cortroller 1 Information 2004012531 11:37.30 Array "PROMISE LD 1" deleted

128 FastTrak SX4100 - Cortroller 1 Information 200412731 11:07:17 Digk 3 plugged in

129 FastTrak SX4100 - Cortroller 1 Information 2004012731 11:07:17 Disk 4 pluged in

130 FastTrak SK4100 - Cortroller 1 Information 200412531 11:.07:17 Dizk 1 plugged in

131 FastTrak SX4100 - Cortroller 1 Information 2004112731 11:08:55 Digk 2 phugged in

132 FastTrak SX4100 - Cortroller 1 Critical 2004512731 11:05:15 Disk 4 unplucggecd

133 FastTrak SK4100 - Cortroller 1 Critical 200412531 11:.0215 Array "PROMISE LD 1" goes offine

134 FastTrak SX4100 - Cortroller 1 Critical 200412731 11:05:15 Digk 3 unplugged

135 FastTrak SX4100 - Cortroller 1 Critical 2004512731 11:05:15 Array "PROMISE LD 1" goes degrade

136 FastTrak SK4100 - Cortroller 1 Critical 200412531 11:.0215 Dizk 2 unplucced

137 FastTrak SX4100 - Cortroller 1 Critical 200412731 11:05:15 Digk 1 unplugged

138 FastTrak SX4100 - Cortroller 1 Information 2004512731 11:03:56 Disk 3 plugoed in

139 FastTrak SK4100 - Cortroller 1 Information 200412531 11:03.56 Dizk 2 plugged in

140 FastTrak SX4100 - Cortroller 1 Information 200412731 11:03:56 Digk 4 plugged in

Figure 3. Event Frame appears below the Management Window.

The Event Frame lists 20 per screen. Events are listed by events by Number,
Source (the FastTrak controller), Severity (Information, Warning, Critical), Date

and Time of occurrence and Description.

Click the Prev and Next buttons to move through the Event list. You can also
clear and save the event list as an HTML file, and also display events selected by
severity or data and time.
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¢ Log-in to WebPAM (page 35) e Controller (page 48)

¢ Log-out of WebPAM (page 36) ¢ Physical Drives (page 52)
¢ User Management (page 37) ¢ Logical Drives (page 62)
¢ Host Management (page 45) *  Enclosures (page 83)

«  Utility Configuration (page 46)

Spare Drives (page 85)

« FastTrak (page 47) « Battery (page 87)

Log-in to WebPAM

Double-click on the WebPAM icon on your desktop (right). Or,

]

1. Launch your Browser.

2. Inthe Browser address field, type in the IP address of the Host PC, as
explained below.

If you did not choose the External Security option during WebPAM
installation (see page 12), use the Regular connection.

If you chose the External Security option during WebPAM installation, use
the Secure connection.

Regular Connection

WebPAM uses an HTTP connection .. ... ................ http://
Enter the Host PC’s IP address. .. .................. 127.0.0.1
Enterthe Portnumber. . ......... ... ... .. . .. . ... :8080
Add to launch WebPAM. ... ... ... ... . ... .. ... .. /promise

Together, your entry looks like this:

http://127.0.0.1:8080/promise

Secure Connection

WebPAM uses a secure HTTP connection .. ............. https://
Enter the Host PC'sIPaddress. . .. ................. 127.0.0.1
Enter the Portnumber. . ...... ... ... ... . o i .. :8443
Add to launchWebPAM. .. ........ ... ... ... .. ...... /promise

Together, your entry looks like this:

https://127.0.0.1:8443/promise
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Note that the IP address shown above applies to a log-in at the Host PC.
When you log in over a network, you will enter the Host PC’s actual IP
address.

3. When the opening screen appears, type admin in the Login ID field.
The WebPAM login and password (when used) are case sensitive.

4. Click the Sign in button.

Log-out of WebPAM

There are two ways to log out of WebPAM PRO:
¢  Close your browser window
e Click Logout on the WebPAM banner (below)

| Language [SUb{Iighd| | Show Event | ContactUs | Lu?ﬂn | Help |

After logging out, you must enter your user name and password to log in again.
Clicking Logout brings you back to the Login Screen.
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User Management

¢ Add a User (below) ¢« Change a User’s Password (page 41)
«  Event Notification (page 38) ¢« Change a User’'s Email Address
«  Delete a User (page 41) (page 42)
¢« Change a User’s Access Rights
(page 43)
Add a User
1. InTree View, click on the User Management @ icon.
2. Click on the Create tab.
User Management

Information | Create | Delete

& User Creation

User I
(4-20 character(s))
Dizplay MNamme |Samue| Adams
Ixaaxaa
Fazsword
(0-5 character(s))
Retype Password Imm

Email

& Host User Rights
Host Hame Creation Rights Deletion Rights Maintenance Rights  Hotification Rights
lozalhost I~ I I I~

|sammy

|Sadams@pr0mise Com

g

Type a User ID into the User ID field.

This will be the User’s login name.

Type the user’s display name into the Display Name field.

This could be the User’s actual name.

Type a password into the Password field.

Use up to 8 letters and numbers but no spaces or other characters.
Type the same password into the Retype Password field.

If you plan to set up Event Notification, type the user’'s email address in the
Email field.
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8. Under Host User Rights, check the boxes to select rights for this user.

Right Meaning
Creation Permission to create a logical drive and a spare drive
Deletion Permission to delete a logical drive and a spare drive

Maintenance |Permission to migrate, rebuild and synchronize a logical
drive; to run Media Patrol on a physical drive; make
controller and physical drive settings

Notification Permission to receive notification of events affecting the
logical drive

9. Click on the Submit button.

Event Notification

1. In Tree View, click on the User Management ‘@ icon.

User Management
Information | Create  Delete
CUser List
User ID Display Hame Email
Satnl Samuel Adams zadams@promize.com
adm SUpEr user

2. Click on the User ID link.
3. Click on the Settings tab.
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Select Events
Information Settings Events

&2 localhost(192.168.1.184)
Email Hotification

IV Select Al Everts

IV Select 4l Informstion Events [V Select Allwarning Events [V Select Al Critical Events
Dizk Everts

¥ Disk Plugged In [V Disk BSL Upclate [V Disk BEL Cleared

IV Disk Ervor Fixed [V Bad Block Remapped I Disk Patrol Progress

¥ Enclosure Voltages Ervor ¥ Enclosure “oltage! 2 Ervor ¥ Enclozure Tempersture Errar
72 Battery Temperature Error v Battery voltage Error v Battery Communication Error

e

The image above was shortened to fit into the available space.
4. Check the boxes of the notification events that you want to have reported to
you via email and popup messages.

To select events by their severity, check one of the four Select Events boxes
at the top of the window. See the table on the next page.

5. Click on the Submit button.
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Event Notification Severity Levels

Information Events

Disk Plugged In

Disk BSL Update

Disk BSL Cleared

Disk Error Fixed

Bad Block Remapped

Disk Patrol Progress

Disk Media Patrol Started

Disk Media Patrol Completed
Disk Media Patrol Paused

Disk Media Patrol Resumed

Disk Media Patrol Aborted

Disk Media Patrol Aborted with Error
Array Online

Array Created

Array Deleted

Array Cache Mode Changed
Synchronization Requested
Synchronization Started
Synchronization Completed
Synchronization Paused
Synchronization Resumed
Synchronization Aborted
Synchronization Progress
Redundancy Check Started
Redundancy Check Completed
Redundancy Check Paused
Redundancy Check Resumed
Redundancy Check Aborted
Redundancy Check Progress
Redundancy Check Aborted with Error
Rebuild Started

Rebuild Completed

Rebuild Paused

Rebuild Resumed

Rebuild Aborted

Rebuild Progress

Background Initialization Progress
Background Initialization Started
Background Initialization Completed
Background Initialization Paused
Background Initialization Resumed
Background Initialization Aborted

Information Events, continued

Migration Started
Migration Completed
Migration Paused
Migration Resumed
Migration Aborted
Migration Progress
Battery Becomes Normal

Warning Events

Synchronization Aborted with Error
Redundancy Check Rejected
Redundancy Check Inconsistency
Fixed

Rebuild Aborted with Error
Background Initialization Aborted with
Error

Migration Aborted with Error
Battery Temperature Unstable
Battery Voltage Unstable

Battery Not Functioning

Critical Events

Disk Unplugged

Disk Setdown

Disk Timeout

Disk ECC Error

Disk Non-ECC Error

Disk S.M.A.R.T. Error

Array Offline

Array Degrade

Redundancy Check Inconsistency
Found

Redundancy Check Inconsistency
Fixed

Enclosure Fan Error

Enclosure Voltage 3.3 Error
Enclosure Voltage 5 Error
Enclosure Voltage 12 Error
Enclosure Temperature Error
Battery Temperature Error

Battery Voltage Error

Battery Communication Error
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Delete a User

1. InTree View, click on the User Management @ icon.
2. Click on the Delete tab.

User Management
Information Create Delete

O User List
I~ User ID Display Hame Email
I~ SAMIMY Samuel Adams sadams@promise.com
] acimin SUpEr User

=

3. Check the box to the left of the user you want to delete.
4. Click the Delete button.
5. Inthe Confirmation box, click the OK button.

Change a User’s Password

In WebPAM, each user can change his/her own password. To change a user’s
password:

f

Login 1D |sammy

Password |’“°“°“=“°“°“‘

=

1. Log into WebPAM under the User name.

User Management
Information | Create Delete
OUser List
User ID Display Hame Email
sa Samuel Adams sadams@promise.com
ad Super user

2. Click on your User ID link.
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User Management

Information Settings Events
&2 User Settings
User &
Dizplay Mame

Ol Pazsword
Mewy Passward

Retype Password
Email

&2 Host User Rights

SEmmy

ISamueI Adams
[4-20 numbers andior letters)

Iaaaaaa

Iaaaaaaa

[0-5 numkers andior letters)

Iaaaaaaa

|sadams@promise Com

Host Hame Creation Rights Deletion Rights Maintenance Rights  Hotification Rights
localhost 72 72 2 72
Ea
3. Type the current password in the Old Password field.
4. Type a new password in the New Password field.
5. Retype the new password in the Retype Password field.
6. Click the Submit button.

Important

If a user forgets his/her password, the Administrator must delete

that User and create a new User, as described above.

Change a User’s Email Address

In WebPAM, each user can change his/her own email address or the
Administrator can do it. To change a user’s email address:

User Management

| Felp |

Information | Create Delete

OUser List

User ID Display Hame Email

Al Samuel Adams sadamz@promize. com
ad SUpEr user
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1. Click on the User ID link for the user whose email address will change.

User Management

| Help |

Information Settings Events
& User Settings
Lzer ID SEMITY
Dizplay Name ISamueI Adamz

[4-20 numbers andior letters)

Old Pazsword

I,,,,,,

rrann
Mew Passward I
[0-5 numbers andfor letters)

Retype Password

Iaaaaaaa

Ermail |sadams@promise Cam

& Host User Rights
Host Hame Creation Rights Deletion Rights

localhost I~ ¥ I

Maintenance Rights

Hotification Rights
rd

o

2.  Type a new email address in the Email field.
3. Click the Submit button.

Change a User’s Access Rights

In WebPAM, the Administrator can change a user’s access rights. To change a

user’s access rights:

1. Login as the Administrator.

User Management

| Felp |

Information | Create Delete

OUser List

User ID Display Hame Email

Al Samuel Adams sadamz@promize. com
ad SUpEr user

2. Click on the User ID link for the user whose access rights will change.
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User Management
Information Settings Events
&2 User Settings
Uszer IO SaMmmy
Display Mame |Samue| Adams
[4-20 numbers andior letters)
Cldd Pazsword I******
Iaaaaaaa
Mew Passward
[0-5 numbers andfor letters)
Retype Password |*******
Ermail |sadams@promise Cam
& Host User Rights
Host Hame Creation Rights Deletion Rights Maintenance Rights  Hotification Rights
localhost I~ ¥ I W

o

3. Under Host User Rights, check the boxes to select rights for this user.

Right Meaning

Creation Permission to create a logical drive and a spare drive

Deletion Permission to delete a logical drive and a spare drive

Maintenance |Permission to migrate, rebuild and synchronize a logical
drive; to run Media Patrol on a physical drive; make
controller and physical drive settings

Notification Permission to receive naotification of events affecting the
logical drive

Uncheck the boxes of rights to be deleted.
5. Click the Submit button.
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Host Management

This function provides information only. There are no user settings. To access
Host Management:

1. Under Administrative Tools in Tree View, click on the Host Management Q
icon.

Host Management
Information

CHost List

IP Address Display Hame

192.168.1.184 HostSystem
e

2. Under Host List, click on the link to the host you want to see.
The Host PC link always 127.0.0.1.

Host Name
Information

OiBasic Information

WiehPAM version 2103

Dizplay Mame HostSystem

IP Acldress 192.168.1.184

Cperating Systemn Windows 2003 5.2

Java Virtual Machine Java HotSpot(Th) Client M 1.4 2-b28 Sun Microsystems Inc.

The Information tab displays with information about the Host PC.
¢ WebPAM Version — The version number of the WebPAM software.
¢ Display Name — The display name of the Host PC. “localhost” is the default.

¢ |P Address — 127.0.0.1 is the IP address of the Host PC, accessed at the
Host PC. Other addresses, such as 192.168.1.184 refer to a Host PC
accessed over the network.

¢ Operating System — The Operating System running on the Host PC.
e Java Virtual Machine — The version number of JVM running on the Host PC.
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Utility Configuration

Use this function to make email settings for WebPAM and also to set the
refresh interval for the Event Frame.

1. Under Administrative Tools in Tree View, click on the Utility Configuration

% icon.

Litility Configuration
Settings

& Configuration
Dizplay email of the person from

Email Sender IRAIDmanager@promise.com whom every email notification is
sending out.

Email Server Imail.promise COMm Display name of the Email Server.

Email Subject |Pr0mise Contraller Error DiShle: slisebotiherery Sa

Motification sending out.

Dizplay Refrezhing time of the evert
FECT frame.

Ewvert Frame

Refresh Time ISD

e

2. Enter the Sender’s address in the Email Sender field.

Be sure the sender has an account in your email system. See your IT
administrator.

3. Enter your email server in the Email Server field.
Keep or change the Email Subject line.

5. Type a new interval (in seconds) in the Event Frame Refresh Time field.
30 seconds is the default interval.

6. Click the Submit button when you are done.
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FastTrak

The FastTrak—Information tab displays a photograph of the FastTrak SX-Series
RAID Controller installed in your system.

A FastTrak SX4100 controller is shown above. WebPAM will display the FastTrak
controller installed in your system.

To display this screen in Management View, click on the FastTrak ﬁ iconin Tree
View.

With the screen displayed, move your cursor over key components of the
FastTrak controller card to see a Tool Tip popup message that identifies the
component, as shown above.

If you have multiple FastTrak controller cards in the same system, they will
appear under the FastTrak icon as Controller 1, Controller 2, and so on.
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Controller

Controller Information (below)
Controller Settings (page 49)
Controller Schedule (page 50)
Controller Lock (page 51)

The term Controller refers to the device that controls your RAID. To access the

controller, click on the Controller @ icon in Tree View.

Controller Information

Controller
Information Settings Schedule Lock

&2 Basic Information

Product Name FaztTrak S¥4100
BIOS Yersion 250352
Drriver Yersion 250149

& Hardware Information

lemory Size G4 MB
taximurm Mumber of Poris) 4
Ilacimum Physical Drivels) 4

tlzeximum Logical Drivels) g

The Information tab displays with information about the controller.

Product Name — The Promise product name for this controller.
BIOS Version — Version number of the controller’s BIOS.

Driver Version — Version number of the controller’s software driver.
Memory Size — Size of the controller’'s onboard memory in MB.
Maximum Number of Ports — The number of ports on the controller.

Maximum Physical Drives — The maximum number of physical (disk)
drives the controller can support.

Maximum Logical Drives — The maximum number of logical drives (arrays)
the controller can support.
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Controller Settings

Controller

Information Settings Schedule Lock

& View/Change Controller Parameter

Rehuild Rate C Lowe @ Medium © High
Medis Patrol Rate  Low @ Medium © High
Migration/Expansion Rate  Low @ Medium © High
Initislization Rate  Low © Medium  High
Synchronization Rate  Low © Medium  High
Automatic Rebuild Status % Enable " Dizable
Automatic Rebuild Policy " Free & Spare ™ Spare
Buzzer Status & Enable " Disable
SM.ART, Stetus @ Enable  Dizable

SM.ART. Check Paling Interval ISD "lSecond(s)

Submit | Reset | Default

iy

Click on the Settings tab to access controller settings.

Rates — Allocates system resources between the background process (such
as Rebuild, Media Patrol, Expansion/Migration, Initialization and
Synchronization) and the data read/write activity.

A High setting assigns most of the system resources to background
processes. The process will finished sooner but read/write requests are
handled slower.

A Medium setting tries to balance system resources between the
background processes and data input/output activity.

A Low setting assigns most of the system resources to handling read/write
requests. Read/write requests are handled at nearly normal speed while the
background processes take longer.

Automatic Rebuild Status — When enabled, and a hot spare drive is
available, a critical or degraded logical drive will rebuild itself automatically.
Automatic Rebuilding applies to RAID 1 and 3-drive RAID 5 logical drives
only.

Automatic Rebuild Policy — Selects which physical drives to use as hot
spares: Spare drives and Free drives or designated Spare drives only.
Buzzer — When enabled, the FastTrak controller’s buzzer will sound to
report a problem.

S.M.A.R.T. Status — SMART, an acronym for Self-Monitoring Analysis and
Reporting Technology, is a feature of the disk drive software. When enabled,
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the FastTrak controller polls the disk drives for SMART information and
reports it to you.

¢ S.M.A.R.T. Check Polling Interval — The FastTrak controller periodically
polls the physical drives for SMART information and displays it in WebPAM.
Choose an interval from the dropdown menu. The range is 0 to 120 seconds.
A setting of 0 seconds disables the polling function.

Controller Schedule

Controller
Information Settings Schedule Lock

& Schedule List

Select Target Action Hame De=cription
— Logical Drive 1 Rebuild Start &t 15:00 0701 f2005.
] ST3E0023A5 Media Patrol Start at 09:45 13001 £2005.

Click on the Schedule tab to access scheduled background processes (such as
Rebuild, Media Patrol, Expansion/Migration, Initialization and Synchronization).

To access or schedule a Rebuild, Expansion, Migration, Initialization or

Synchronization, click on the Logical Drive @ icon in Tree View then select the
appropriate tab in Management View.

To access or schedule a Media Patrol, click on the Physical Drive iconin Tree
View then select the Media Patrol tab in Management View.

Delete a Scheduled Process

Controller
Information Settings Schedule Lock

& Schedule List

Select Target Action Hame Description

] Logical Drive 1 Rehuild Start at 18:00 077012005,

I~ ST38002345 hedia Patral Start at 09:45 1301 2005,
&2

To delete a scheduled process:

1. Click on the Controller ﬁ icon in Tree View.
2. Select the Schedule tab in Management View.
3. Check the box to the left of the process you want to delete.
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4. Click the Delete button.
5. Inthe Confirmation box, click the OK button.

Alternative method to delete a scheduled process:

1. Go to its function tab under the Physical Drive m icon or Logical Drive ES
icon.

2. Under Schedule, click the Disable radio button.

Controller Lock

Controller

Information Settings Schedule Lock
& Lock Controller

Lock Controller for IS el lr-ninute(s)

E=

The Lock tab displays lock status and enables you to lock or unlock a subsystem
controller. The locking mechanism isolates the controller during maintenance
operations and other periods when you want to avoid interruption from other
users trying to access the logical drives under this controller.

To lock the Controller on the Host PC:

1. Click on the Controller @ icon in Tree View.
Select the Lock tab in Management View.

3. From the dropdown menu, select a period of time to hold the lock.
The lock time range is 1 to 30 minutes.

4. Click on the Lock button to set the lock.

The lock will release itself automatically at the end of the period you
specified.

5. To release the lock before the scheduled time, click the Unlock button.
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Physical Drives

¢ Physical Drive View (below)
e Split a Physical Drive (page 53)

3

Physical Drive Settings (page 57)
Physical Drive Media Patrol

«  Merge a Physical Drive (page 54) (page 58)
«  Media Patrol Schedule (page 55) *  Physical Drive Bad Sector Log
(page 59)

*  Physical Drive Information ) )
(page 56) ¢ Locate a Physical Drive (page 60)

Physical Drive View

Physical Drive Wiew
Information Split  Merge  Media Patrol Schedule

&2 Physical Drive Overview

Drive Model Port Ho. Capacity Status

ST34001485 1 ITATGE Functional
ST350023A5 2 74.53 GB Functional
ST38001345 3 7453 GB Functional
ST36001345 4 74.53 GB Functional

&2 Graphic View

(] Drive on Port1-37.27 6B

Free
3727 GB

Ll Drive on Port 2 - 74.53 6B
Free |

7447 GB

I Drive on Port 3 - 7453 6B
Free |

111.73 GB

 Drive on Port4- 7453 GB

Free
7453 GB

.A\railable .Assigned Spare .In\ralid

To access Physical Drive View, click on the Physical Drive View icon in Tree
View. From this window, you can click on the links to access information and
functions of individual physical drives and use the Split and Merge feature.
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Split a Physical Drive

The action of splitting a physical drive effectively divides a single physical drive
into two drives. Each of the two portions can be used by separate logical drives.

Notes

*  You can split a physical drive only once.
«  The physical drive must be Free. You cannot split a physical

drive assigned to a Logical Drive, JBOD or Spare.
e You cannot assign a split drive as a Spare drive.

You can split a physical drive only once.

Physical Drive View

| Help |

Information Split | Merge

&2 Split Parameters

Split Size

&2 Physical Drive Overview
Select Port Ho.

[} 1
2

<l

3

o

4

ey

F s

Capacity
ravrac]

7453 GB
7453 GB

7453 GB

To split a physical drive:

1. Click on the Physical Drive View icon in Tree View.

You can enter a value from 1 GB up to the capacity of the physical drive. The

This value will apply to all physical drives you select for the split operation.

2. Click on the Split tab in Management View.
3. Enter a portion size in the Split Size field.
value you enter will be the size of the first portion. The remaining drive
capacity will be the size of the second portion.
4. Check the box(es) to the left of the physical drive(s) you want to split.
5. Click the Submit button.

Click on the Physical Drive m icon to see the results of your split operation.
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Physical Drive Information

Information Settings Media Patrol BSL Locate Drive

& Basic Information

&t Graphic Wiew

1 Drive on Port2 - 7453 6B

Free Free
57.00 GB 37.47 GB

.A\railable .Assigned Spare .Invalid

The image above was shortened to fit into the available space.

In the example above, note that the first portion is 37 GB as specified in the Split
operation. The second portion is the physical drive’s capacity minus the split size
(74.47 — 37.00 = 37.47 GB).

Merge a Physical Drive

The action of merging a physical drive reunites the two portions of a split drive
back into a single physical drive.

The Merge function is not available when either or both portions of the physical
drive are assigned to a logical drive.

Physical Drive View

| Felp |

Information Split Merge | Media Patrol Schedule

&2 Physical Drive List

Select Port Ho. Capacity
O 2 74.53GB
Il 3 74.53GB

S

To merge a physical drive:

A w DN pE

Click on the Physical Drive View icon in Tree View.
Click on the Merge tab in Management View.

Check the box(es) to the left of the physical drive(s) you want to merge.
Click the Submit button.

Click on a Physical Drive icon to see the results of your merge operation.
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Media Patrol Schedule

The Physical Drive View—Media Patrol tab allows you to start Media Patrol on all
physical drives. You can also run Media Patrol on individual physical drives, see
page 58.

Media Patrol is a routine maintenance procedure that checks the magnetic media
on each disk drive, sector by sector. Media Patrol checks physical drives
assigned to logical drives, spare drives and currently unassigned physical drives
that were once part of a logical drive or a spare. Media Patrol does not check new
physical drives that have never been configured nor physical drives assigned as
JBOD.

Unlike Synchronization and Redundancy Check, Media Patrol is concerned with
the condition of the media itself, not the data recorded on the media. If Media
Patrol encounters a suspect sector, it will attempt to regenerate the data and
write to the suspect sector. If the write operation is successful, Media Patrol
continues checking other sectors. If the write operation fails, Media Patrol reports
the error to your PC's system log and to the physical drive's Bad Sector Log (see
page 59). This action triggers a BSL update message and an email message if
you enabled that notification option (see page 38).

To schedule Media Patrol:

1. Click on the Physical Drive View icon in Tree View.
2. Click on the Media Patrol tab in Management View.

Physical Drive View
Information Split  Merge | Media Patrol Schedule
& Schedule

" Disable * Enable

By Day stanAtlﬂ vl:lD 'l

& By Week statat |5 7|30 7| every [Sunday x|
" By Morth starmt|ﬂ j:lﬂ jomhe|1st j
Exatnple 10:30hk:mm)

=

3. Click on the Enable radio button.
Click on the by Day, by Week or by Month radio button.

5. From the dropdown menus, select a start time and a day of the Week or
Month, if applicable.

Start time is based on a 24-hour clock.
6. Click the Schedule button.
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To cancel the scheduled Media Patrol operation:

1. Click on the Physical Drive View icon in Tree View.
2. Click on the Media Patrol tab in Management View.
3. Click the Disable radio button.

Physical Drive Information
To access information about a physical drive:

1. Click on the Physical Drive View icon in Tree View.
2. Click on the Physical Drive m icon.

Physical Drive Information

Information Settings  Media Patrol  B5L = Locate Drive

& Basic Information

Drive Model ST34001445
Serial Mumber FHO2ATY
Firmaeare Wersion 33

Part MHumber 1

Enclozure SuperSwap 4100

&2 Drive Information

Drive Status Functional
Background Activity Idle

Capacity F2rcha
Sector B3

Head 16

Cylinder 16383

Uttra Db, Moce UDhAS
SMART. Status Mot Support
Wirite Cache Status Enable

&2 Graphic View

L3 Drive on Port 1 - 37 27 6B

Free
37.27 5B

.A\railahle . Assigned

Spare . Invalid

The information tab displays the following information:

e Drive Model — The disk drive manufacturer’s model name or number.

e Serial Number — The serial number of this disk drive.

¢ Firmware Version — The version number of the firmware on this disk drive.

¢ Enclosure — The model of SuperSwap enclosure in which the disk drive is
installed.
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* Drive Status — The operational of this disk drive. Functional means normal.
Others include Offline.

« Background Activity — The current background activity affecting this disk
drive. Idle means no activity. Others include Initializing and Rebuilding.

¢ Capacity — The data capacity of this disk drive in GB.
e Sector — The number of sectors on this disk drive.

¢ Head — The number of heads on this disk drive.

¢ Cylinder — The number of cylinders on this disk drive.

¢ Ultra DMA Mode — The UDMA mode in which this disk drive currently
operates.

¢ S.M.A.R.T. Status — SMART, an acronym for Self-Monitoring Analysis and
Reporting Technology, is a feature of the disk drive software. When this
feature is supported, the drive will pass SMART information to the FastTrak
controller when it polls the physical drives.

¢ Write Cache Status — Indicates whether the disk drive’s write cache is
Enabled or Disabled. You can change this status under the Settings tab (see
below).

Physical Drive Settings

Physical Drive Settings allows you to enable or disable the Write Cache on an
individual physical drive. To access the physical drive setting:

1. Click on the Physical Drive View icon in Tree View.

Click on the Physical Drive icon.
3. Click on the Settings tab in Management View.

Physical Drive Information

Information Settings | Media Patrol BSL = Locate Drive

& View/Change Physical Drive Parameter
rite Cache Enabled % Enahle © Disable

Submit | Reset

. Click the Enable or Disable radio button.
5. Click the Submit button.
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Physical Drive Media Patrol

The Physical Drive—Media Patrol tab allows you to start Media Patrol on an
individual physical drive. You can also run Media Patrol on all physical drives at
the same time, see page 55.

Media Patrol is a routine maintenance procedure that checks the magnetic media
on each disk drive, sector by sector. Media Patrol checks physical drives
assigned to logical drives, spare drives and currently unassigned physical drives
that were once part of a logical drive or a spare. Media Patrol does not check new
physical drives that have never been configured nor physical drives assigned as
JBOD.

Unlike Synchronization and Redundancy Check, Media Patrol is concerned with
the condition of the media itself, not the data recorded on the media. If Media
Patrol encounters a suspect sector, it will attempt to regenerate the data and
write to the suspect sector. If the write operation is successful, Media Patrol
continues checking other sectors. If the write operation fails, Media Patrol reports
the error to your PC's system log and to the physical drive's Bad Sector Log (see
page 59). This action triggers a BSL update message and an email message if
you enabled that notification option (see page 38).

To start Media Patrol immediately:

1. Click on the Physical Drive View icon in Tree View.

2. Click on the Physical Drive icon.
3. Click on the Media Patrol tab in Management View.

Physical Drive Information
Information Settings Media Patrol BSL Locate Drive

3 Schedule E!

4. Click the Start Now button.

To schedule Media Patrol to run at a later time:

1. Click on the Physical Drive View icon in Tree View.
2. Click on the Physical Drive icon.
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3.

6.

Click on the Media Patrol tab in Management View.

Physical Drive Information

Information Settings Media Patrol BSL Locate Drive

&2 Schedule

" pisable {* Enable

" By Day Start Atlm:ﬂ

& By week st at |0 ]: [0 =] every | Sunday =l

By Month start at |2 72|30 =] ontne |5t =]
Example 10:30Chk:mim)

=N

Click on the Enable radio button.
Click on the by Day, by Week or by Month radio button.

From the dropdown menus, select a start time and a day of the Week or
Month, if applicable.

Start time is based on a 24-hour clock.
Click the Schedule button.

To cancel the scheduled Media Patrol operation:

1.

PN

Click on the Physical Drive View icon in Tree View.

Click on the Physical Drive m icon.
Click on the Media Patrol tab in Management View.
Click the Disable radio button.

Physical Drive Bad Sector Log

On occasion, an error can arise with the media on a physical drive. WebPAM
keeps track of bad sectors in order to inform you of the condition of individual
physical drives.

To access a physical drive’s bad sector log:

1.

Click on the Physical Drive View icon in Tree View.

Click on the Physical Drive m icon.
Click on the BSL tab in Management View.
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Physical Drive Information

Information Settings Media Patrol BSL Locate Drive

&2 Bad Sector Log List
Mo Bad Sector(s) logged.

If any bad sectors are found, they are listed here. WebPAM informs you by popup
and email messages when a bad sector error is logged (see page 38).

After 10 bad sectors have been discovered on a physical drive, WebPAM issues
a warning to replace the drive.
After 20 bad sectors have been discovered:

¢ On fault-tolerant (RAID 1, 5 or 10) logical drives, the FastTrak controller will
set down the physical drive (take it offline) and the logical drive will go
critical.

Replace the physical drive and rebuild your logical drive.

¢ On non-fault-tolerant (RAID 0) logical drives, the physical drive remains
online.

Backup your data, replace the physical drive, create a new logical drive and
copy your data to it.

See “Logical Drive Rebuild” on page 73 and “Logical Drive Critical / Offline” on
page 79.

See the FastTrak User Manual and SuperSwap User Manual for more
information about replacing a physical drive.

Locate a Physical Drive

When it becomes necessary to access a physical drive installed in a SuperSwap
enclosure, this function will help you identify the physical drive you want. To
locate a physical drive:

1. Click on the Physical Drive View icon in Tree View.

2. Click on the Physical Drive icon.
Click on the Locate Drive tab in Management View.

Physical Drive Information

Information Settings Media Patrol BSL Locate Drive

& Locate Drive

The function will help you to locate & drive in an enclosure.

Locate Drive
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4. Click the Locate Drive button.

The Management Window will display the message “ldentified started” and the
Status LED for this physical drive will flash rapidly on the SuperSwap enclosure.

If you remove the physical drive, the Status LED stops blinking, the Activity LED
goes dark and WebPAM will report that the physical drive was unplugged. When
you replace the drive, the LEDs will return to normal operation.

If you do not remove the physical drive, click on the Located Release button to
stop the Status LED from blinking. For more information, see the SuperSwap
User Manual.
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Logical Drives

Logical Drive View (below) ¢ Logical Drive Rebuild (page 73)

Create a Logical Drive (page 62)

Synchronize/Redundancy Check

JBOD (page 66) All Logical Drives (page 75)
Delete a Logical Drive (page 67) »  Logical Drive Synchronization/

Logical Drive Information (page 67)
Logical Drive Settings (page 68)
Logical Drive Mapping (page 69)

Redundancy Check (page 77)

Logical Drive Initialization
(page 79)

Logical Drive Activation (page 79)

Logical Drive Migration and
Expansion (page 69)

Logical Drive View

Logical Drive View provides a list of all logical drives currently on the Host PC. To

access Logical Drive View, click on the Logical Drive View EZ icon in Tree View.

Logical Drive Yiew

| Help |

Information Create Delete Synchronization Schedule

& Logical Drive Overview

Assigned Hame

Looical Drive 1

RAID Level Status Background Activity Capacity
RAID S Functional Iclle 105.00 GB

From this screen, you can click on the links to access information and functions
of individual logical drives and use the Create and Delete features.

Create a Logical Drive

A logical drive is a collection of physical drives in a RAID.
To create a new logical drive:

1.
2.

Click on the Logical Drive View EZ icon.
Click on the Create tab.
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Select RAID Level

Reduncart Array of Independent Disks (RAID) combines muttiple pheysical drives to form one logical drive.

" RAID O - Dat striped across 2 o more drives for increased performance but no data protection

" RAID 1 - Mirrared pairs of drives for data protection with increased read performance

~ RAID 5 - Striped parity on 3 or more drives, ultimate data protection, capacity and performance balance
" RAID 10 - Data mirrored then striped across 4 drives, for double drive failure protection

£ JBOD - Just & Bunch Of Drives: independernt connected drives with no RAID interconnection

SR

Select the radio button beside the RAID level you want for your logical drive.

WebPAM displays the RAID levels you can use with the available disk
drives. You can also select JBOD on this screen.

See page 95 for information about the advantages and requirements of the
available RAID levels and JBOD.

Select Drive Type

Flease select free drives or one logical drive that still have available space.

Select Drive Type

" Free Drives

(Ol Logical Drive 1
" Manual Selection

In the Select Drive Type screen, click on the radio button for one of the
following:

«  Free Drives — Select all Free (unassigned) disk drives

« Logical Drive — Select the Free portion of disk drives whose other
portion is assigned to a Logical Drive

¢ Manual Selection — Select your disk drives manually

The available choices depend on the RAID level you selected and the disk
drives available.

Click the Next button.
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Select Drives

RAID 5 Striped Parity: Dsta is striped over 3 or more drives, parity provides redundancy using less spsce. Best
overall balance of performance, capacity and protection.

0.0
Logical Drive Size oo

IV Use Masimum Capacity
Please select at least 3 drives for RAID 5

CJ Drive on Part1-80.0 6B

Fres
79.96 GB

Ll Drive on Part2 - 40.0 6B

Fres
39.95 GB

Ul Drive on Part3-80.0 6B

Fres
119.96 GB

(J Drive on Part4-80.0 6B

50.03 GB

.Sa\aded .A\ra\\ah\a .Assugned Spare .In\rahd

6. If you want to create a logical drive with unused capacity, enter the assigned
(used) capacity in the Logical Drive Size field.

To use the maximum capacity, check the Use Maximum Capacity box.
7. Click on the disk drives to select them.

Available drives have a black frame. Selected drives have a red frame.
8. Click the Next button.

If you selected JBOD, click the Finish button on the Select Drives screen.
This completes the creation process for JBOD.

Fres |

Assign a Name

Assign a name to the logical drive

Assigned hame Logical Drive 1

(1-32 character(s))

=T

9. Enter a name for the logical drive in the field provided.
10. Click the Next button.

64



Chapter 5: Monitor and Manage

11.

12.

13.

14.

15.

Final Settings

Confirm your choices. Make any changes here.

Mame

RAID Level
Logical Drive Size
Stripe Block Size
Write Cache

Gigakryte Boundary

Logical Drive 1
RAID 5
Mazimum Capacity

|B4 KB Vl
IAuto Switch Vl
IGigaEly'te Boundary Vl

Initialization

I Faszt Intialization hd l

T

Select a Stripe Block Size from the dropdown menu.

Choose from 32, 64 or 128 KB. The size selected affects how FastTrak
sends and receives data blocks to and from the drives. In general, a larger
block size is better when handling large data transfers (such as A/V editing
and graphics) while a smaller size is better when handling email and other
common server data. The default is 64KB. When in doubt, use the default
value.

Select a Write Cache policy from the dropdown menu.
¢ Auto Switch — The setting is made automatically. This is the default.

*  Write Back — Increases performance but can result in data loss in the
event of a power failure.

¢ Write Through — Slower but more secure.
Select a Gigabyte Boundary policy from the dropdown menu.

« GigaByte Boundary — Rounds the size of the logical drive down to the
nearest whole gigabyte. It allows you to install a slightly smaller (within 1
GB) replacement drive, should the need arise. This is the default.

¢ None — No Boundary function.
Select an Initialization policy from the dropdown menu.

¢ Fast Initialization — Erases the reserve and master boot sectors of the
physical drives being added to the logical drive.

«  Full Initialization — Erases all sectors of the physical drives being
added to the logical drive.

. None — No initialization. This choice is not recommended.

Click the Finish button.
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If there are physical drives available, the Select RAID Level screen appears
again, where you can create an additional logical drive.

Logical Drive Information

| Help |

Information | Seftings = Drive Mapping = Migration = Rebuild Synchronization

Initialization | Activation
& Basic Information

Assigned Name
RAD Level

Logical Drive 1
RAIDS
Stripe Size G4kB

Capacity T454GB
Status Functional
Background Activity Idle

& Graphic Yiew

"3 prive on Port1- 74.53 58

37 27 GB

Azsigned
37 20 GB

Free |

"3 prive on Port2 - 37.27 58

Azsigned
37 27 GB

"1 prive on Port - 74.53 58

Azsigned
37 27 GB

Free
7445 GB

.A\tailable .Ass\gr\ed .AssignedtoLogica\Drive1 Spare .\r\\talid

Click on the Logical Drive E& Icon to see all of the information about your new
logical drive.

Before you can use your new logical drive, you must partition and format the

logical drive using your PC’s operating system. See “Appendix B: Partition and
Format” on page 105 for more information.

JBOD

In WebPAM, JBOD is created, managed and deleted the same as a logical drive.
You can also use the FastTrak BIOS for this purpose. See the FastTrak User
Manual for more information on the BIOS.

Logical Drive Information
Information | Settings | Drive Mapping | Migration | Rebuild | Synchronization | Initialization | Activation
&2 Basic Information

Assigned Name JBCD on port 04 (00)
RAID Level JBOD

Capacity 80.02 0GB

Status Functional

& Graphic Wiew

Ll Drive on Port4-80.02 68

Sssigned LD 4-1
50.02 GB

.Auallahle .Aas\gr\ad .AsslgnedtoJBDDonportD‘l(DD) Spare .In\rahd

JBODs do not have Settings, Rebuild, Migration, Synchronization or other
functions that pertain to Logical Drives.
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If you attach a physical drive that was initialized using Windows disk
management, that drive will be automatically recognized as a JBOD by the
FastTrak controller and WebPAM.

Delete a Logical Drive

Warning

When you delete a logical drive, you delete all data on the logical
drive. Be sure to backup any important data before you delete a
logical drive!

To delete a logical drive:

1. Click on the Logical Drive View EZ icon.
2. Select the Delete tab.

Logical Drive View

Information Create Delete Synchronization Schedule

& Logical Drive Overview

Select Assigned Hame RAID Level Status Background Activity Capacity
~ PROMISE LD 1 RAID O Functional Iclle 149.06 GB
Wy

Check the box to the left of the logical drive you want to delete.
Click the Submit button.

In the Confirmation box, click the OK button.

In the Warning box, click the OK button.

o gk w

The selected logical drive is deleted.

Logical Drive Information

Logical Drive View provides a list of all logical drives currently on the Host PC. To
access Logical Drive View:

1. Click on the Logical Drive View EE icon in Tree View.

2. Click on the Logical Drive B icon of the logical drive you want to see.
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Logical Drive Information

| Help |

Information Settings = Drive Mapping = Migration = Rebuild = Synchronization | Initialization
%2 Basic Information

Activation

Assigned Mame Logical Drive 1

RAID Level R&ID 5
Stripe Size BaKB
Capacity 7454 GB
Status Functional
Background Activity Iclle:

& Graphic View

) prive on Fort 1-74.83 6B

[Assigned
3727 6B

Fres
37 .20 GB

_} brive on Port2 - 37.27 6B

[Assigned
3727 6B

"1 prive on Port 3. 7453 6B

[Assigned
3727 GB

Free
[74.45 GB

"} brive on Port 4. 74,53 6B

Dedicated Spare
745368

.A\rallahle .Asslgned .Ass\gr\adtn Logical Drive 1 Spare .In\ralld

From this screen, you can click on the links to access the Settings, Drive
Mapping, Migration, Rebuild, Synchronization, Initialization and Activation

features. The features that apply to this logical drive have blue tabs. Features
that do not apply have grayed tabs.

Logical Drive Settings

Logical Drive Settings allows you to assign a name to a logical drive and to
change its controller cache settings. To access logical drive settings:

1. Click on the Logical Drive View EZ icon in Tree View.

2. Click on the Logical Drive @ icon of the logical drive you want to see.
3. Click on the Settings tab in Management View.

Logical Drive Information

Information Settings | Drive Mapping | Expansion | Migration | Rebuild Synchronization  Ir
& ViewiChange Logical Drive Parameter

Assigned Name PROMISE LD 1

Wirite Cache Status  wirite Through & Write Back

4.
5.

Enter a name in the Assigned Name field, as desired.
Click the radio button to select Write Through or Write Behind cache status.
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« Write Back — Increases performance but can result in data loss in the
event of a power failure. This is the default.

¢« Write Through — Slower but more secure.
6. Click the Submit button when you are done.

Logical Drive Mapping

This feature applies to RAID 10 logical drives only. To access logical drive
settings:

1. Click on the Logical Drive View EZ icon in Tree View.

2. Click on the Logical Drive @ icon of the logical drive you want to see.
3. Click on the Drive Mapping tab in Management View.

Logical Drive Information

Information Settings Drive Mapping Mlgratlcm Rebuild Sy

& Graphic View

Mirror ST34001445 on Port 1

E ; |_ Stri pe q ST35001 345 on Port 2

ST3E00234% on Port 3

ST3E00232%5 on Port 4

The Drive Mapping tab shows how the stripe an mirror components of the RAID
10 logical drive are mapped to the physical drives.

Logical Drive Migration and Expansion

The Logical Drive—Migration tab enables you to migrate or expand a logical drive.
Migration is the process of changing the RAID level of an existing logical drive.
Expansion is the process of adding more physical drives to a logical drive while
keeping the same RAID level.

Migration and Expansion are not available for JBOD.

The Migration feature applies to certain combinations of RAID level and number
of physical drives, as described in the table below.
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From To Result
RAID 0: 1 or 2 drives RAID 5: 3 or 4 drives Increased performance
RAID 10 4 drives and capacity, adds
redundancy
RAID 0: 3 drives RAID 5: 4 drives Increased performance
and capacity, adds
redundancy
RAID 1: 2 drives RAID 5: 3 or 4 drives Increased performance
RAID 10: 4 drives and capacity
RAID 10: 4 drives RAID 5: 4 drives Increased capacity

The Expansion feature applies only to RAID 0 and RAID 5 arrays. You can add
physical drives as described in the table below.

From To Result
RAID 0: 1 drive RAID 0: 2, 3 or 4 drives | Increased capacity
RAID 0: 2 drives RAID 0: 3 or 4 drives Increased capacity
RAID 0: 3 drives RAID 0: 4 drives Increased capacity
RAID 5: 3 drives RAID 5: 4 drives Increased capacity

For more information, see “Migration and Expansion” on page 99.

You can set up an Migration to begin immediately (on demand) or schedule a
Migration for a time when there is less demand on the RAID system.

On Demand

To migrate a logical drive:
1. Click on the Logical Drive View B2 icon in Tree View.

2. Click on the Logical Drive @ icon of the logical drive you want to migrate.
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3. Click on the Migration tab in Management View.
Logical Drive Information
Information Settings  Drive Mapping  Expansion | Migration Rehuild
& Migration Parameters
Migrate RAID level to IRAID 5 vl
I Drive on Port1-37 27 GB
Free
3727 B
[ Drive on Port4- 74.53 GB
Free
7453 GH
.Selected .A\railable .Assigened Spare .In\ralid
D Schedule !
4. If the Migration or Expansion requires additional physical drives, click on a
free physical drive to select it.
Available drives have a black frame. Selected drives have a red frame.
5. Click the Start Now button.
Logical Drive Information
Information il Drive i E: i Migration | Rebuild | Synchronization | Initialization | Activation

& Migration Progress

0% (Start Time: 200510103 12:48:13, Elapsed Time: 0016:51)

You can monitor Migration or Expansion progress on the Logical Drive Migration
tab. Click the respective buttons to pause and resume the Migration.

Scheduled

To schedule a Migration or Expansion:

1.
2.

Click on the Logical Drive View EZ icon in Tree View.

Click on the Logical Drive EZ icon of the logical drive you want to migrate or
expand.
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3.

7.
8.
9.

Click on the Migration tab in Management View.

Logical Drive Information

Information Settings  Drive Mapping = Expansion | Migration Rehuild
& Migration Parameters

Migrate RAID level to IRAID 5 vl

) Drive an Port 1- 37 27 &B

Free
3727 B

[J prive on Port4-74.53 6B

Free
7453 GB

.Selected .A\railable .Assigened Spare .In\ralid

&2 Schedule

" Disable {* Enable
Start At {22 =.|30 | ;0472008
Example 1030 090241720040 hh: mim bbby

=

Click on a free physical drive to select it.

Available drives have a black frame. Selected drives have a red frame.
Click on the Enable radio button.

From the dropdown menus, select a start time.

Start time is based on a 24-hour clock.

Click in Start At field to display a popup calendar.

Click on the start date in the calendar or enter a date manually.

Click the Schedule button.

Cancel a Schedule
If you want to cancel the scheduled Migration, do the following:

1
2.
3.
4

Click on the Logical Drive View EZ icon in Tree View.

Click on the Logical Drive @ icon.
Click on the Migration tab in Management View.
Click on the Disable radio button.
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Logical Drive Rebuild

Rebuild refers to the process of repairing a logical drive by reconstruction the
data on one of its physical drives.This feature only applies to logical drives with
redundancy, RAID 1, RAID 5 and RAID 10.

You can set up a Rebuild to:

e Begin immediately (on demand)

¢ Schedule a Rebuild for a time when there is less demand on the RAID
system

«  Begin automatically when a logical drive goes critical or degraded (see
“Create a Spare Drive” on page 85)

On Demand
To rebuild a logical drive:
1. Click on the Logical Drive View EZ icon in Tree View.

2. Click on the Logical Drive B icon of the logical drive you want to rebuild.
3. Click on the Rebuild tab in Management View.

Logical Drive Information

Information Settings | Drive Mapping | Migration | Rebulld | Synchronizatio

&2 Select one available drive to rebuild.

(] Drive on Port2 - 74.53 6B

A zsigned
37.00 GB

LJ Drive on Port 3 - 74.53 GB

A zsignec
537.00 GB

U prive on Port 4- 7453 6B

2 = zigned
537.00 GB

.Seleded .A\railahle .In\ralid

3 Schedule [E

4. Select the logical drive you want to rebuild.
Available drives have a black frame. Selected drives have a red frame.
5. Click the Start Now button.
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Logical Drive Information

Settings | Drive Mapping | Migration | Rebuild | Synchronization | Initialization | Activation

& Rebuild Progress

6% (Start Time: 2005001 /06 11:54:22, Elapsed Time: 0:9:45)

You can monitor Rebuild progress on the Logical Drive Rebuild tab. Click the
respective buttons to pause and resume the Rebuild.

Scheduled
To schedule a Rebuild:

1.

2.
3.

4.

5.

Click on the Logical Drive View EZ icon in Tree View.

Click on the Logical Drive @ icon of the logical drive you want to rebuild.
Click on the Rebuild tab in Management View.

Logical Drive Information

Information Settil Drive M i Migration | Rebuild | Synchronizatio

&2 Select one available drive to rebuild.

U prive on Port2 - 7453 B

A=ssigned
37.00 GB

(3 prive on Port3 - 74.53 6B

Azzigned
37.00 GB

U Drive on Portd- 74.53 GB

A zsigned
3700 GB

.Selec{ed .A\railable .In\:alid

& Schedule

" Disable {* Enable

Start At {18 =]:[0 ~||01/07/2008
Example 10:30 0972120040 hh:mm My

!

Select the physical drive you want to rebuild.
Available drives have a black frame. Selected drives have a red frame.

Click on the Enable radio button.
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6. From the dropdown menus, select a start time.
Start time is based on a 24-hour clock.
7. Click in Start At field to display a popup calendar.
8. Click on the start date in the calendar or enter a date manually.
9. Click the Schedule button.

Cancel a Schedule

If you want to cancel the scheduled Rebuild, do the following:
Click on the Logical Drive View EZ icon in Tree View.

1.
2. Click on the Logical Drive @ icon.
3. Click on the Rebuild tab in Management View.
4. Click on the Disable radio button.

Automatic Rebuild

Automatic rebuilding of a logical drive is possible under the following conditions:

e The logical drive is a RAID 1 or a 3-drive RAID 5.
See “Create a Logical Drive” on page 62.

e There is a spare drive present in the RAID system.
See “Create a Spare Drive” on page 85.

«  Automatic Rebuild Status is enabled in the Controller Settings.
See “Controller Settings” on page 49.

If the three above conditions are met, a logical drive will replace a faulty disk
drive and rebuild itself automatically. WebPAM will report the critical logical drive
and automatic rebuild in its user interface as well as via popup messages.
Depending on your Event Notification settings (see page 38), WebPAM can also
notify you via email message.

When the automatic rebuild operation is completed, you must remove and
replace the faulty physical drive with a new one.

See “Replace the Failed Disk Drive” on page 81 and the FastTrak User Manual
and SuperSwap User Manual for more information on replacing a physical drive.

Synchronize/Redundancy Check All Logical Drives

The Logical Drive View—Synchronization Schedule tab enables you to
synchronize all logical drives. You can also synchronize an individual logical
drive, see page 77.

Synchronization refers to an automated process of checking and correcting data
and parity. Unlike a Rebuild, Synchronization is a maintenance operation.
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Redundancy Check is an automated process of checking data and parity but it
only reports and does not correct, any inconsistencies that it finds.

Synchronization and Redundancy Check apply to RAID 1, RAID 5 and RAID 10
logical drives. When an logical drive is first created and you select Full
Initialization, the same action as Synchronization takes place.

To schedule Synchronization for all logical drives:

1. Click on the Logical Drive View EZ icon in Tree View.
Click on the Synchronization Schedule tab in Management View.

Logical Drive View

Information Create Delete [SynchronizationSchedule]

& An automated process of checking data and parity.
Policy Fix -

Redundancy Check R“

" Disable * Enable

" By Day StartAtID 'I:lU 'l

& Scheduled

By Wiesk start2t|6 7|30 7| every [Sunday 7]
" By Marth Star‘tAtID j:lﬂ jomhe|1st j
Example 10:30Chk:mm)

Schedule

3. Inthe Policy dropdown menu, select Fix if you want Synchronization or
Redundancy Check if you do not want to correct inconsistencies.

. Click on the Enable radio button.
5. Click on the by Day, by Week or by Month radio button.

6. From the dropdown menus, select a start time and a day of the Week or
Month, if applicable.

Start time is based on a 24-hour clock.
7. Click the Schedule button.

If you want to cancel the scheduled Synchronization, do the following:
1. Click on the Logical Drive View EZ icon in Tree View.

2. Click on the Synchronization tab in Management View.
3. Click on the Disable radio button.
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Logical Drive Synchronization/Redundancy Check

Synchronization refers to an automated process of checking and correcting data
and parity. Unlike a Rebuild, Synchronization is a maintenance operation. You
can also synchronize all logical drives at the same time, see page 75.

Redundancy Check is an automated process of checking data and parity but it
only reports and does not correct, any inconsistencies that it finds.

Synchronization and Redundancy Check apply to RAID 1, RAID 5 and RAID 10
logical drives. When an logical drive is first created and you select Full
Initialization, the same action as Synchronization takes place.

You can set up a Synchronization or Redundancy Check to begin immediately
(on demand) or schedule a Synchronization or Redundancy Check for a time
when there is less demand on the RAID system.

On Demand
To Synchronize or Redundancy Check a logical drive:

1. Click on the Logical Drive View B2 icon in Tree View.

2. Click on the Logical Drive @ icon of the logical drive you want to
synchronize.

3. Click on the Synchronization tab in Management View.

Logical Drive Information

Information Seftings | Drive Mapping | Migration | Rebuild | Synchronization | Initialization
& Anautomated process of checking data and parity.

Policy Fix -

e

D Schedule

4. Inthe Policy dropdown menu, select Fix if you want Synchronization or
Redundancy Check if you do not want to correct inconsistencies.

5. Click the Start Now button.

Logical Drive Information

Information = Settings = Drive Mapping = Migration = Rebuild | Synchronization | Initialization = Activation
& Synchronization Progress

[
[ 35% (Start Time: 2005/01 /06 14:32:14, Elapsed Time; 0:20:27)

Pause | Rezume |Abort
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You can monitor Migration progress on the Logical Drive Migration tab. Click the
respective buttons to pause, resume or abort the Synchronization or Redundancy

Check.

Scheduled

To schedule a Synchronization or Redundancy Check:

1. Click on the Logical Drive View EZ icon in Tree View.

2. Click on the Logical Drive @ icon of the logical drive you want to
synchronize.

3. Click on the Synchronization tab in Management View.

Logical Drive Information

Information Settings | Drive Mapping | Migration | Rebuild | Synchronization | Initialization
& An automated process of checking data and parity.

Policy Fix -

Start Mow

& Schedule

" Disable * Enable

By Day StartAtID vl:lEI 'l

By week Start &t | vl:lD ~levery |Sunday =]
" By Marth StartAtIU j:lﬂ jomhehst j
Exarmple 1 0:30¢hh:mm)

=

8.

In the Policy dropdown menu, select Fix if you want Synchronization or
Redundancy Check if you do not want to correct inconsistencies.

Click on the Enable radio button.
Click on the by Day, by Week or by Month radio button.

From the dropdown menus, select a start time and a day of the Week or
Month, if applicable.

Start time is based on a 24-hour clock.
Click the Schedule button.

Cancel a Schedule

If you want to cancel the scheduled Synchronization or Redundancy Check, do
the following:

1.
2.

Click on the Logical Drive View EZ icon in Tree View.

Click on the Logical Drive @ icon.
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3. Click on the Synchronization tab in Management View.
4. Click on the Disable radio button.

Logical Drive Initialization
When logical drive is first created, you can select one of three choices for
initialization:
¢ Quick Initialization — Erases the reserve and master boot sectors of the
physical drives being added to the logical drive.

«  Full Initialization — Erases all sectors of the physical drives being added to
the logical drive.

¢ None — No initialization. This choice is not recommended.

When you select full initialization, the process takes some time, depending on the
size of the physical drives selected for the logical drive. The Initialization tab
enables you to pause the initialization process so that more of FastTrak's

resources are available for other operations. When the other operations are
done, you can resume the initialization of your new logical drive.

1. Click on the Logical Drive View EZ icon in Tree View.
2. Click on the Logical Drive @ icon of the logical drive whose initialization you
want to pause.
3. Click on the Initialization tab in Management View.
Click the Pause button.
The initialization process stops.
5. Click the Resume button.
The initialization resumes from the point where you paused it.

Logical Drive Activation

This feature enables you to designate a hot plug-and-play logical drive. It will
become available in a future release of the FastTrak Controller card.

Logical Drive Critical / Offline

A fault-tolerant logical drive—RAID 1, 5 or 10—goes critical when a disk drive is
removed or fails. Due to the fault tolerance of the logical drive, the data is still
available and online. However, once the logical drive goes critical, it has lost its
fault tolerance and performance may be adversely affected.

If the fault was caused by a failed disk drive that was removed, the drive must be
replaced by another drive, either identical or larger, in order for the RAID system
to rebuild and restore optimal configuration.
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A non-fault tolerant logical drive—RAID 0—goes offline when a disk drive is
removed or fails. Since the logical drive is not fault tolerant, the data stored in the
disk array is no longer accessible.

If one disk drive fails, all of the data on the logical drive is lost. You must replace
the failed drive. Then, if the logical drive had more than one disk drive, delete the
logical drive and re-create it. Restore the data from a backup source.

When a Disk Drive Fails

The following will occur when a disk drive fails or goes offline:

« The FastTrak Controller’s audible alarm, if enabled, will sound
e The SuperSwap Status LED changes from green to red

< WebPAM reports the condition in Tree View, with popup messages and, if
Event Notification is set up, email messages

« Ifyou have a RAID 1 or a 3-drive RAID 5 logical drive with a hot spare drive
properly configured, the logical drive will automatically rebuild itself using the
spare drive

:- Promise WebPAM Logical Drive View
(El Information Create Delete Synchronization Schedule
FastTrak S}.{41DD & Logical Drive Overview i
h Cortroller 1 Az=igned Hame RAID Leuel@ Background Activity
Physical Drive View Logical Drive 1 RAID 10 Critical Idle
B sT34001445 o

B sT3s002385
B sTaso03as
B s7as001348

Q Spare Drive Yiew

In the example above, amber ! icons appear over the FastTrak, Controller,
Logical Drive View and Logical Drive icons. Click on the Logical Drive View E or
Logical Drive @ icons to verify the condition of the logical drive.

In this example, the Status is Critical and Background activity is Idle. This

indicates that there is no automatic rebuild, so you must take action to restore the
logical drive:

1. Identify the failed disk drive.
2. Replace the failed disk drive.
3. Rebuild your logical drive.
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Identify the Failed Disk Drive

Click on the Physical Drive View icon in the WebPAM user interface. Look for

a missing physical drive. A drive that used to be present but is suddenly absent is
the failed disk drive.

Physical Drive View )
No drive

Information | Split = Merge ~ on Port 3

&4 Physical Drive Overview

Drive Model Port Ho. Capacity Status

ST34001 445 1 27 GB Functional
ST38002345 2 7453 GE Functional
ST38001 345 4 7453 GB Functional

& Graphic View

) Drive an Port1- 37 27 &8

Az zigred
37.27 B

Port 1

[J prive on Port2-74.53 6B

Azzigned
37 .27 GB

e | Port 2

37.20 GB

[J Drive on Port4-74.53 6B

A zzigned
37 .27 GB

.A\railable .Assigned Spare .In\ralid

Free | Port 4

5726 GB

In this example, there were four disk drives connected to the FastTrak Controller.
Notice that there is no drive on Port 3. This is the failed drive.

Replace the Failed Disk Drive

Replace the failed disk drive with a new one of equal or greater capacity. Then
rebuild the logical drive. See the FastTrak User Manual and SuperSwap User
Manual for more information about replacing a disk drive.

Rebuild Your Logical Drive
1. Click on the Logical Drive View EE icon in Tree View.

2. Click on the Logical Drive B icon of the logical drive you want to rebuild.
3. Click on the Rebuild tab in Management View.
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Logical Drive Information

Information Settings | Drive Mapping | Migration | Rebulld | Synchronizatio

&2 Select one available drive to rebuild.

(] Drive on Port2 - 74.53 6B

.z zigned
37.00 GB

(] Drive on Port3-74.53 6B

A zsigned
37.00 GB

LJ Drive on Port 4- 74.53 GB

Az signec
37.00 B

.Seleded .A\railahle .In\ralid

EECH

3 Schedule

4. Select the physical drive you just replaced.
5. Click the Start Now button.

Logical Drive Information

Information | Settings | Drive Mapping | Migration | Rebuild | Synchronization | Initialization | Activation

& Rebuild Progress

[
| 6% (Start Time: 2005001 /06 11:54:22, Elapsed Time: 0:9:45)

You can monitor Rebuild progress on the Logical Drive Rebuild tab. Click the
respective buttons to pause and resume the Rebuild. When the Rebuild is
finished, your logical drive will be Functional again.
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Enclosures

Enclosure View
Enclosure View provides a list of all enclosures currently on the Host PC. To

access Enclosure View, click on the Logical Drive View é icon in Tree View.

Enclosure Wiew
Information

&2 Enclosure Overview

Enclosure Type Status
SuperSvwap 4100 Functional

From this window, you can click on the links to access information and functions
of individual Enclosures.

Enclosure
To access information about an Enclosure:
1. Click on the Enclosure View é icon in Tree View.

2. Click on the Enclosure é icon.

Enclosure Information

Information

&2 Basic Information

Enclosure Type SuperSwap 4100

Fan Speed(RPh) Fani - 103 RPM
[mormal range == 2000 RPK) Fanz - 5544 RPM

Tempersture"CrF) 220°C 1T BF
(normal range == S2°CH25.6°F) 23.0°C 1 73.4°F

Powver Status 124

(11 4% == normal range == 1202
12 9EY)

Powver Status 54

[4.75% == normal range == S50
5 25Y)
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The information tab displays the following information:
« Enclosure Type — The manufacturer’s model name or number.
¢ Fan Speed — The RPM of the enclosure’s cooling fans.

< Temperature — The internal temperature of the enclosure. Each reading
reflects a separate measurement.

« Power Status — The voltages supplied by the enclosure’s 12V and 5V
systems.

The Fan, Temperature and Power icons change color when an error is
indicated, as shown below.

[ b o€

Fan Error Temperature Error ~ Power Error
LEDs
State Xy Status (3 Activity (D Enclosure
Green Disk drive is present | Disk drive is present | Normal status
and ready and ready
Blinking n/a Read/write activity n/a
Amber Disk drive: n/a 1 incident
e is spinning up (see below)
* s critical Enclosure is critical
* isrebuilding but still functional
e reports a SMART Attenti ired
error ention require
Red Disk drive: n/a 2 or more incidents
e is offline (see below)
e is notinstalled
Dark Power is off Disk drive: Disk drives are
e has failed spinning up
e is notinstalled

An incident refers to one occurrence of out-of-range voltage, temperature or fan
speed. Any incident requires immediate attention.

For more information on Enclosures, replacing disk drives and other repair
operations, refer to the SuperSwap User Manual.
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Spare Drives

A spare drive is a physical drive designated to function as a hot spare drive. A hot
spare drive automatically replaces a failed physical drive. You can also set the
Controller to rebuild a logical drive from a Free disk drive. See “Controller
Settings” on page 49 and “Logical Drive Rebuild” on page 73 for more
information on how spare drives work.

Spare Drive View
Spare Drive View provides a list of all spare drives currently on the Host PC. To

-
access Spare Drive View, click on the Spare Drive View uﬁl icon in Tree View.

Spare Drive View
Information | Create  Delete

& Graphic View

" Drive on Port4- 7453 GB

Dedicated Spare
74.53 GB

.A\:ailable .Assigned Spare .In\ralid

From this screen, you can view the current Spare Drives and click on the tabs to
access the Create and Delete features.

Create a Spare Drive
To create a spare drive:

-
1. Click on the Logical Drive View uﬁl icon.
2. Click on the Create tab.
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5.

The new Spare Drive appears under Physical Drive View and Spare Drive View.

Spare Drive View

Information | Create | Delete

&4 Spare Drive Parameters

Spare Drive Type

I Drive on Portd - 7453 GB

ILogicaI Drive 1 vl

2zsigned Free
537.27 GB 57.20 GB
Ll Drive on Port - 74.53 GB

Azsigned Free
37.27 3B 7445 GB

U Drive on Portd - 7453 GB

Free
74.53 GB

.Selected .Flee .Assigned

Spare . Invalid

From the Logical Drive dropdown menu, select

¢ Global Spare — This Spare Drive can be used by any qualified Logical

Drive.

¢ Logical Drive — The name of the logical drive to which this Spare Drive

will be assigned or dedicated.

Click on a disk drive to select it.

Available drives have a black frame. Selected drives have a red frame.
Drives with a blue frame are assigned to a logical drive.

You cannot assign a split drive as a spare drive.

Click the Create button.
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Delete a Spare Drive

To delete a spare drive:

1.
2.

3.
4.
5.

-
Click on the Logical Drive View uﬁl icon.
Select the Delete tab.

Spare Drive View

Information ~ Create | Delete

&2 Spare Drive List

Select Capacity Status State
I~ 3727 GH Global Spare Icdle
Wy

Check the box to the left of the spare drive you want to delete.
Click the Delete button.
In the Confirmation box, click the OK button.

The selected spare drive is deleted.

Battery

The Information tab displays information about the cache-backup battery.

To access the Controller—Information tab, click on the Battery li icon in Tree
View.

Temperature — The battery's operating temperature.

The battery normally has the same temperature as the inside of the PC
where it is installed, typically below 38°C or 100°F.

If the battery temperature rises above this value, determine whether the PC
is overheating.

If the PC is OK but the battery is too hot, the battery is not accepting a
charge properly and you must replace it.

Voltage — The battery supplies 3.3V to back up the controller cache in the
event of a power failure. If battery voltage drops below this value, the battery
is not accepting a charge properly and you must replace it.

If the Battery icon does not appear in Tree View, the battery is either
disconnected or was not installed.
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Chapter 6: Technology Background

¢ Introduction to RAID (below)

¢« Choosing a RAID Level (page 95)

e JBOD - Single Drive (page 94)

¢ Choosing Stripe Block Size (page 97)

« Gigabyte Boundary (page 97)

¢ Initialization (page 97)

¢ Hot Spare Drive(s) (page 98)

« Partition and Format the Logical Drive (page 98)
e  Cache Settings (page 99)

¢ Migration and Expansion (page 99)

Introduction to RAID

RAID (Redundant Array of Independent Disks) allows multiple disk drives to be
combined together in a logical drive. The operating system sees the logical drive
as a single storage device, and treats it as such. The RAID software and/or
controller handle all of the individual drives on its own. The benefits of a RAID
can include:

« Higher data transfer rates for increased server performance

* Increased overall storage capacity for a single drive designation (such as, C,
D, E, etc.)

« Data redundancy/fault tolerance for ensuring continuous system operation in
the event of a hard drive failure

Different types of logical drives use different organizational models and have
varying benefits. Also see Choosing RAID Level on page 95. The following
outline breaks down the properties for each type of RAID logical drive:
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RAID 0 — Stripe

When a logical drive is striped, the read and write blocks of data are interleaved
between the sectors of multiple disk drives. Performance is increased, since the
workload is balanced between drives or “members” that form the logical drive.
Identical drives are recommended for performance as well as data storage
efficiency. The logical drive's data capacity is equal to the number of drive
members multiplied by the smallest logical drive member's capacity.

Data
Stripe

Disk Drives

Figure 1. RAID O Striping interleaves data across multiple drives

For example, one 100GB and three 120GB drives will form a 400GB (4 x 100GB)
logical drive instead of 460 GB.

RAID 0 logical drives on FastTrak consist of one or more disk drives.
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RAID 1 — Mirror

When a logical drive is mirrored, identical data is written to a pair of disk drives,
while reads are performed in parallel. The reads are performed using elevator
seek and load balancing techniques where the workload is distributed in the most
efficient manner. Whichever drive is not busy and is positioned closer to the data
will be accessed first.

With RAID 1, if one disk drive fails or has errors, the other mirrored disk drive
continues to function. This is called Fault Tolerance. Moreover, if a spare disk
drive is present, the spare drive will be used as the replacement drive and data
will begin to be mirrored to it from the remaining good drive.

Data Mirror

Disk Drives

Figure 2. RAID 1 Mirrors identical data to two drives

Due to the data redundancy of mirroring, the capacity of the logical drive is only
the size of the smallest disk drive. For example, two 100GB disk drives which
have a combined capacity of 200GB instead would have 100GB of usable
storage when set up in a mirrored logical drive. Similar to RAID 0 striping, if disk
drives of different capacities are used, there will also be unused capacity on the
larger drive.

RAID 1 logical drives on FastTrak consist of two disk drives.
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RAID 5 — Block Striping with Distributed Parity

RAID 5 organizes data across the disk drives of the logical drive, and stores
parity information on to a disk drive dedicated to this purpose. This organization
allows increased performance by accessing multiple disk drives simultaneously
for each operation, as well as fault tolerance by providing parity data. In the event
of a disk drive failure, data can be re-calculated by the RAID system based on the
remaining data and the parity information.

Parity data is distributed across the disk drives along with the data blocks. In
each case, the parity data is stored on a different disk than its corresponding data
block.

RAID 5 makes efficient use of hard drives and is the most versatile RAID Level. It
works well for file, database, application and web servers.

Distributed Parity

Data
Blocks

Disk Drives

Figure 3. RAID 5 Stripes all drives with data and parity information

The capacity of a RAID 5 logical drive is the smallest disk drive size multiplied by
the number of disk drives, less one. Hence, a RAID 5 logical drive with four 100
GB disk drives will have a capacity of 300 GB. A logical drive with two 120 GB
disk drives and one 100 GB disk drive will have a capacity of 200 GB.

RAID 5 logical drives on FastTrak consist of 3 or 4 disk drives.
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RAID 10 — Mirror / Stripe

Mirror/Stripe combines both of the RAID 0 and RAID 1 logical drive types. It can
increase performance by reading and writing data in parallel while protecting data
with duplication. At least four disk drives are needed for RAID 10 to be installed.
With a four-disk-drive logical drive, one drive pair is mirrored together then
striped over a second drive pair.

Data Stripe

| Data
Mirror

Disk Drives

Figure 4. RAID 10 takes a data mirror on one drive pair and stripes it over
two drive pairs

The data capacity is similar to a RAID 1 logical drive, with half of the total storage
capacity dedicated for redundancy. An added plus for using RAID 10 is that, in
many situations, such a logical drive offers double fault tolerance. Double fault
tolerance may allow your logical drive to continue to operate depending on which
two disk drives fail.

RAID 10 logical drives on FastTrak consist of 4 disk drives.
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JBOD - Single Drive

Just a Bunch of Disks (JBOD) arranges individual physical drives on the FastTrak
controller the same as if they were attached to the PC’s motherboard controller.
The advantage is that a FastTrak Controller can accommodate up to four
physical drives, more than most PC motherboards.

JBOD offers none of the performance or security advantages of a RAID logical
drive. Any number of physical drives on the FastTrak Controller can be
designated as JBOD.

In WebPAM, JBOD is created, managed and deleted the same as a logical drive.
You can also use the FastTrak BIOS for this purpose. See the FastTrak User
Manual for more information on the BIOS.

In addition, if you attach a physical drive that was initialized using Windows disk
management, that drive will be automatically recognized as a JBOD by the
FastTrak controller and WebPAM.
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Choosing a RAID Level

There are several issues to consider when choosing the RAID Level for your
logical drive. The following discussion summarizes some advantages,
disadvantages and applications for each choice.

RAID O

Advantages Disadvantages

Implements a striped disk logical drive, |Not a true RAID because it is not fault-
the data is broken down into blocks and |tolerant

each block is written to a separate disk | The fajlure of just one drive will result in
drive all data in an logical drive being lost
I/O performance is greatly improved by | should not be used in mission critical
spreading the I/O load across many environments

channels and drives

No parity calculation overhead is
involved

Recommended Applications for RAID 0

« Image Editing

¢ Pre-Press Applications

¢ Any application requiring high bandwidth

RAID 1
Advantages Disadvantages
Simplest RAID storage subsystem Very high disk overhead - uses only
design 50% of total capacity

Can increase read performance by
processing data requests in parallel
since the same data resides on two
different drives

Recommended Applications for RAID 1

« Accounting

«  Payroll

e Financial

*  Any application requiring very high availability
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RAID 5

Advantages Disadvantages

High Read data transaction rate Disk failure has a medium impact on

Medium Write data transaction rate throughput

Good aggregate transfer rate

Recommended Applications for RAID 5

«  File and Application servers e Intranet servers
«  WWW, E-mail, and News servers [+  Most versatile RAID level

RAID 10
Advantages Disadvantages
Implemented as a mirrored logical drive |Very high disk overhead - uses only
whose segments are RAID 0 logical 50% of total capacity
drives

High 1/O rates are achieved thanks to
multiple stripe segments

Recommended Applications for RAID 10
* Imaging applications

e Database servers

¢ General fileserver

JBOD

Advantages Disadvantages

No increase in performance, capacity or

Easy management of multiple
fault tolerance.

independent disk drives

Recommended Applications for JBOD
« Non-critical file storage
e«  Swappable data storage
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Choosing Stripe Block Size
The stripe block size value can be set to 32 KB, 64 KB and 128 KB.

64 KB is the default. This selection will directly affect performance. There are two
issues to consider when selecting the stripe block size.

¢ Choose a stripe block size equal to or smaller than the smallest cache buffer
found on any disk drive in your logical drive. A larger value slows the logical
drive down because disk drives with smaller cache buffers need more time
for multiple accesses to fill their buffers.

« If your data retrieval consists of fixed-size data blocks, such as some
database and video applications, choose that data block size as your stripe
block size.

Generally speaking, email, POS and webservers prefer smaller stripe block
sizes. Video and database applications prefer larger stripe block sizes.

Gigabyte Boundary

The Gigabyte Boundary feature is designed for logical drives in which a drive has
failed and the user cannot replace the drive with the same capacity or larger.
Instead, the Gigabyte Boundary feature permits the installation of a replacement
drive that is slightly smaller (within 1 gigabyte) than the remaining working drive
(for example, an 80.5GB drive would be rounded down to 80GB). This can be
helpful in the event that a drive fails and an exact replacement model is no longer
available.

Initialization

Initialization is the process of setting all of the data bits on all of the disk drives to
zero. This has the effect of erasing any existing data from the drives. This action
is especially helpful in creating accurate parity in logical drives with more than
four drives.

Initialization applies to RAID 1, 5 and 10. When you create one of these logical
drives, you can specify Quick or Full Initialization. See “Create a Logical Drive”
on page 62.

The Full Initialization process begins immediately after the logical drive is created
and may take some time to finish, depending on the size of the disk drives in your
logical drive. Your logical drive is available while initialization is in progress.
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Hot Spare Drive(s)

A hot spare is a disk drive that is connected to the logical drive system but is not
assigned as a member of the logical drive. In the event of the failure of a drive
within a functioning fault tolerant logical drive, the hot spare is activated as a
member of the logical drive to replace a drive that has failed.

FastTrak will replace a failing disk drive in a logical drive with an unassigned
drive, if one is available. The unassigned drive is not part of any logical drive.
Such a drive is called a hot spare drive. There are two types:

¢ Global — An unassigned disk drive available to any logical drive on the Host
PC.

« Dedicated — An unassigned disk drive that can only be used by a specified
logical drive.

The hot spare policy function lets you select whether a logical drive will access
any unassigned disk drive or a designated drive in the event of disk drive failure.
See “Logical Drive Rebuild” on page 73 and “Create a Spare Drive” on page 85
for information.

The spare drive effectively takes the place of the failed drive and the RAID
system immediately begins to rebuild data onto the drive. When the rebuild is
complete, the logical drive is returned to fault tolerant status.

Maintaining a hot spare drive is a good precaution to protect your logical drive
integrity in the event of drive failure.

Partition and Format the Logical Drive

Like any other type of fixed disk media in your system, a RAID logical drive must
also be partitioned and formatted before use. Use the same method of
partitioning and formatting on an logical drive as you would any other fixed disk.

See “Appendix B: Partition and Format” on page 105.
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Cache Settings

There is a data cache on the FastTrak controller and another one on each
physical disk drive. A cache holds data in volatile memory during RAID
management and data transfer activity. The right combination of cache settings
for your needs can improve FastTrak’s efficiency and performance.

Physical Drive Write Cache — Activates the write cache on the disk drive.

Write Back Cache — Activates write-back feature of FastTrak’s controller cache.
A write back cache holds data after an I/O operation and tells the controller the
data has been written. The data is written as soon as the disk drive is no longer
busy.

This action increases availability of the logical drive. If the power fails before the
data is written to the disk drive, the data will be lost.

The alternative is a write-through cache policy, which reports that the data has
been written to the disk only when it actually has.

To make Cache settings, see “Create a Logical Drive” on page 62 and “Logical
Drive Settings” on page 68.

Migration and Expansion

Migration is the process of changing the RAID level of an existing logical drive.
Expansion is the process of adding more physical drives to a logical drive while
keeping the same RAID level. See “Logical Drive Migration and Expansion” on
page 69 for instructions how to migrate or expand a logical drive.

Migration and Expansion are not available for JBOD.

The Migration feature applies to certain combinations of RAID level and number
of physical drives, as described in the table below.

From To Result
RAID 0: 1 or 2 drives RAID 5: 3 or 4 drives Increased performance
RAID 10: 4 drives and capacity, adds
redundancy
RAID 0: 3 drives RAID 5: 4 drives Increased performance
and capacity, adds
redundancy
RAID 1: 2 drives RAID 5: 3 or 4 drives Increased performance
RAID 10: 4 drives and capacity
RAID 10: 4 drives RAID 5: 4 drives Increased capacity
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The Expansion feature applies only to RAID 0 and RAID 5 arrays. You can add
physical drives as described in the table below.

From To Result
RAID 0: 1 drive RAID 0: 2, 3 or 4 drives | Increased capacity
RAID 0: 2 drives RAID 0: 3 or 4 drives Increased capacity
RAID 0: 3 drives RAID 0: 4 drives Increased capacity
RAID 5: 3 drives RAID 5: 4 drives Increased capacity
Important

e The Target logical drive may require more disk drives than the
Source logical drive

e If the Target logical drive requires an EVEN number of disk
drives but the Source logical drive has an ODD number, ADD
a disk drive as part of the migration process

e You cannot reduce the number of disk drives in your logical
drive

*  You cannot migrate or expand a logical drive when it is Critical
or performing activities such as Synchronizing or Rebuilding

Ranges of Logical Drive Expansion

There are limitations to how large you can expand a logical drive, depending on
the size of your current logical drive.

The current PC Operating Systems support a 10-byte LBA format. This means
that a logical drive can have up to 4 billion address blocks or sectors.

Multiply the number of blocks by the sector size to find the capacity of a logical
drive:

4,000,000,000 blocks x 512 bytes per sector = 2,048,000,000,000 bytes
of data for a 2TB drive.

Note that you cannot change the size of the sectors nor can you increase the
number of address blocks above 4 billion.

As a result, there are range limits imposed upon logical drive expansion as
shown in the table above. For example:

¢ You can expand a 2.5 TB logical drive up to 4 TB
¢ You can only expand a 1.9 TB logical drive upto 2 TB
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See the chart below.

Current LD Size Maxim_um L.D Sector Size
Expansion Size
8t016 TB 16 TB 4096 bytes
4t08TB 8TB 2048 bytes
2t04TB 4TB 1024 bytes
Oto2TB 2TB 512 bytes

You can direct WebPAM to expand a logical drive beyond the maximum
expansion size. However, when expansion is finished, your logical drive will be
the maximum size listed in the table.

If you require a logical drive larger than the maximum expansion size:

1.

2.
3.
4

Backup the data from the current logical drive.

Delete the current logical drive.
Create a new logical drive with the desired capacity.
Restore the data to the new logical drive.
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Appendix A: Frequently Asked Questions

Itried to log into WebPAM but my browser showed the message “cannot be
displayed.” What is the problem?

The browser decided prematurely that WebPAM was not responding. Click
the Refresh button. This action usually brings up the login screen.

I can access the Host PC over my company’s intranet. But | can’t access it
from an outside Internet connection. How do | make the Internet connection
work?

This condition is not related to the Host PC or WebPAM, but is due to your
firewall and network connection protocol. Contact your MIS Administrator.

Why do | have to use a different IP address when | access the Host PC over
the network?

Computers on a TCP/IP network are identified by their IP addresses. When
you work on the Host PC, you use 127.0.0.1, which is the IP address for
“home” or “this computer”. When you access the Host PC from a different
computer, you must enter the Host PC’s IP address as the network knows it,
such as 192.168.0.33.

How can | be sure everything is working OK by using WebPAM?

One way to do this is through Event Notification. WebPAM will report events
to you in the form of email and popup messages. You might only select
Warning and Critical events, so that you only receive messages when
something is wrong.

Another method is to periodically log into WebPAM and check the Status of
your logical drives.

What happens if alogical drive goes degraded?

This condition is caused by a failed physical drive. Depending on your Event
Notification settings, WebPAM will send you and email message and display
a popup message indicating the degraded condition. An amber ! icon will
appear over the FastTrak, Controller, Logical Drive View and Logical Drive
icons. The Event Log will post a logical drive degraded entry. If you are
running a SuperSwap enclosure, the failed drive’s Status LED turns red.

If a spare drive is available, the logical drive will begin to rebuild
automatically. If there is no spare drive, you must identify the failed physical
drive and replace it. Refer to your FastTrak User Manual and your
SuperSwap User Manual for more information.
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Can | use my existing WebPAM setup to monitor a Promise subsystem
product also?

No. Promise subsystem products, such as UltraTrak and VTrak, have a more
advanced version of WebPAM tailored to their designs.

Why do the Rebuild, Synchronize, Expand and Migrate operations take so
long compared to moving data?

When data is moved, the operation consists of reading, writing and checking
one or more files. Rebuild, Synchronize, Expand and Migrate involve
reading, writing and checking all the logical block addresses or individual
data blocks on each disk drive. Plus, your disk array remains available while
these operations take place. These added requirements increase complexity
and take more time.

WebPAM documentation uses the term “logical drive” where earlier
Promise products use the term “array.” Why did this change happen?

A disk array is an organized collection of physical disk drives. Logical drives
are made from disk arrays. A logical drive is the entity that your operating
system recognizes as a single volume (as if it were a single disk drive).
Promise uses the term “logical drive” to keep things as simple as possible.

Can | run WebPAM without a network connection?

Yes. You can run WebPAM without a network connection but only from the
Host PC. See page 27.
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In order for your operating system to recognize and work with the disk drives

attached to your FastTrak SX Series RAID Controller card, the drives must be

partitioned and formatted.

« Ifyour drives were previously partitioned and formatted they are ready to use
and you can skip this procedure

« If your drives have not been partitioned and formatted, you must do that job
before you can use them

The actions of partitioning and formatting create a file structure on the disk drives
with which your operating system can work. In the example below, we show how
this is done in Windows. A similar procedure is required for Linux PC'’s. However,
partitioning and formatting in Linux is not automated, therefore please refer to

your system documentation for the exact procedure.

Note

If you plan to boot your computer from this logical disk, go to
Windows and Device Driver Installation under the Installation
section for instructions. The instructions here are for data logical
disks only.

Open
Explore
Search...

Manage

Map Metwork Drive, ..
Disconnect Metwork: Drive. ..

Create Shortout
Delete
Rename

Properties

1. From the desktop, right-click on the My Computer icon and select Manage
from the popup menu. The Computer Management window opens.

2. From the left menu, click on Disk Management. The Disk Management
window opens with your new logical disk identified as Disk 1. The Initialize
Wizard appears automatically.
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=
g File Action View ‘Window Help
& 2

BEIE
=151]

l Computer Management {Local)
=] E@ System Taoals
Event Viewer
* Shared Folders
+ E Local Users and Groups
+- &% Performance Logs and Alerts
Device Manager
= @ Storage
+ Removable Storage
Disk Defragmenter
Disk Management
+ & Services and Applications

Wolume | Layaout

" Initialize and

Type | File System | Status
Convert Disk Wizard

Capacity | Free Space

Welcome to the Initialize and
Convert Disk Wizard

This wizard helps you to initizlize new disks and to corvert
emply basic disks to dynamic disks.

“You can use dynamic disks to create software-based RAID
wvolumes that can be mirared, or they can be stiped or
spanned across multiple disks. You can also expand
single-disk. and spanned volumes without having to restart
the computer.

After you convert a disk to dynamic, you can only use
Windows 2000 and later versions of Windows on any
wolurne of that disk.

To continue, click Mext.

3. Click the Next button to start the Wizard.

4. Inthe following windows, select Disk 1 to Initialize. Do not select any disks to

Convert. Click the Finish button to Initialize the logical disk.

Window

Ackion  View

Help

=) Fie
& ®

=lx]

Computer Management {Local)

Yalume | Layaut ‘ Type ‘ File System ‘ Stakus

| Capacity | Free Space |

| m System Tools
= Event Viewer
= Shared Folders
+ % Lacal Users and Groups
=@ Performance Logs and Alerts
=), Device Manager
= @ Storage
=+ Removable Storage
Disk. Defragmenter
Disk Management

<

= (C:) Partition Basic

NTFS Healthy (System) 37.26GB 2592 GB

+ Services and Applications
& o ZPpisk 0
Basic
37.26 GB
Online

ZPDisk 1
Basic
3725 GB
Online

~
v

e
()]

37.26 GB NTFS

Healthy {System}
I

37.25GB

Unallocated v

W Unazllocated [l Primary partition Properties
Help

5. Right-click on the Unallocated portion of Disk 1 and select New Partition...
from the popup menu. The New Partition Wizard appears.
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New Partition Wizand E_I

Welcome to the New Partition
. Wizard

This wizard helps you create a partition on a basic disk.

A basic disk is a physical disk that contains primary partitions,
extended partitions, and logical dives. Yiou can use any
werzion of Windaws or MS-D0S to gain access to partitions
on basic disks

To continue, click Mest.

Click the Next button to start the wizard.

In the following windows, do the following actions. Click Next to move to the
next window.

e Select Primary Partition

e Specify the maximum available partition size in MB

« Assign the available drive letter of your choice

¢ Choose Format this partition with the following settings
¢ File system: NTFS

e Allocation unit size: Default

¢ Volume label: Enter your choice of name

« Do not check “Perform a quick format” or “Enable file and folder
compression”

Review your selections and click Finish. The New Partition Wizard will
disappear while partitioning and formatting begin.

This process will take some time. The Disk Management window displays
the progress.

107



WebPAM User Manual

O] e seme m|
Q File  Action View Window Help ‘ ;Iilil
[¢#» @@ 2 B«
E Computer Management {Local) Yolume I Layout | T pel File 5 steml Status I Capait: | Free Space |

filly System Taoks =T Partition  Basic MTFS Healthy (System) 37.26GB 25,92 GB
@IEvent Wigwer EInew Volume (E1) Partition  Basic  NTFS Healthy 37.25GB 37.16GB

Shared Folders
Local Users and Groups

g Petformance Logs and Alerts

Device Manager
Skorage

=]

Remowable Storage
Disk Defragmenter P | s
= Disk Management — =/
Services and Applications S
& EPDisk 0 I
Basic {C:)
37..26 GB 37.26 GENTFS
Online Healthy (System)
EPDisk 1 I
Basic New Yolume: (E:
37.25GB 37.25 GB NTFS
Online Healthy ™
< |13 || W Primary partition |

When formatting is complete, your logical disk will appear as a hard drive in
the Disk Management window (above) and the My Computer window

(below).

¥ My Computer,

File Edit Wiew Favorites Tools Help

I\;) Back \) t@ pSearch [1-_ Folders

Q My Computer

System Tasks ¥
Other Places ¥

v| Go Links ™

Hard Disk Drives

@ Local Disk (C:) @ Mew Yolume (E:)

Devices with Removable Storage

_— 314 Floppy {A:) DWD Drive (D)

Network Drives

&7 Adapt on ‘ConnectStorll
(192,163.1.178)" (¥}
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